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X-Force Alarm Client 

Splash Screen 
Splash Screen: A splash screen is a graphical control element consisting of a window containing image, a logo, and the current version of the software. 
 
Splash screen typically used for notify the user that the program is in the process of loading. They provide feedback that a process is underway. Occasionally, progress bar within the splash screen indicates the 
loading progress. A splash screen disappears when the application’s main windows appears. 
 
Splash screen progress bar percentage wise list of application processes are as below. 
 
20% -  It will check that if application is having a valid license file on path or not, if it doesn't contains a license file than it will start application as remote client else it will check that existing license fule is valid or 
not. If license is currupt than it will show a message "Invalid license file. Contact SSM InfoTech! ". If license is fine than it will set its property. If license is for enterprise than it will check for wnterprise feature that if 
it has feature of enterprise channels or not. If not than it will display a message "You are not having license of channel. Contact SSM InfoTech!".Authorization will successfully loaded. 
30% -It will replace white space with null characters and open database configuration window.If user has not checked a check box "Always use this database" then it will ask for database configuration else not. 
  
40% - It will check for X-Force Alarm Client.xml file exists or not.If not than it will create that XML file and store database configuration into that.It will find a PasswordOnExit.xml file, if yes than it will store exit time 
password. 
50% - It will get value from xml file for generating report either using 'Excel' or 'GemBox' 
60% - It will check the application version with database. If version is different than it will display error message "Application Version is not Compatible with Database".If version columns is null than it will display 
error message "Application Version is not Configured in Database". If database doesn't contain column named version than it will display error message "Please Configure Application Version in Database".If 
application is not configured in database than it will display error message "Application is not Configured in Database". After displaying any of the error message application will exit. 
70% - It will set the priority of application for log files. 
90% - It will display error message if LastLogindate is greater than current date, else it will update server info.If it doesn't have No of clients in database than also it will display error message "You do Not Have 
Remote client License. Kindly contact SSM Infotech for License".If it doesn't find any configuration in database than it will display error message "No Server Configuration Found. Please first do the server 
configuration from X-Force Alarm Web". 
100% - It will check for the login, it will check user authorization details. If user has checked a box named "RememberMe"  than it will load username and password.If username and password are invalid than it will 
display an error message "Invalid user credentials". 
10%,80%, - It is not having any process right now, in future if any feature are added then it will be used for that. 
Application will start. 

 

Pre Requisite 
Before starting X-Force Alarm CLient Application, firstly we need necessary things: 
 
1) Give Every One Rights to the folder where X-Force Alarm CLient application is installed. 
2) User have to Keep License file Named "ssmxforce.lic" in the root folder where application is installed. if license file is not valid or expired application should exit automatically.If there is no license than 
appplication will start in remote client mode. 
3) If any configuration is saved previously then application should load that configuration 
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It required following features in license :  

 
If application is used on enterprise level than following feature is needed: 

 
If user wants to export report in excel than following feature is needed: 

 

 
  
 
  

Quickset 
Quickset  : Basically it is a customized  filter that once created and can be used when generate report. If user has make a quickset once than he/she just needs to select a quickset from the drop down that filter will 
be applied on the selected report. 
 
This is a kind of filter configuration facility which can be used for all reports with just one-time creation. 
 
To open Quick set configuration, follow below stated path : 
o Start application > Log in > Click on Filter. 
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 To create a quick set, follow stated path: 
Filter > Group Configuration > Right click > Add Group > Provide unique name. 

 
  
  
 User can create sub-group(s) in a group or can directly add Quick set 
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-> · Quick set configuration 
        -> Query Builder 
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o Field selection 
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o Order By 
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o Report selection for particular quick set 

 
  
 
 
o For storing quick set user must store it by following below path: 
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 Do all required changes and then click on “Save Quickset” 

 
  
 
o For applying effect after any modification in quick set then user can do it in either way as shown below: 
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o To reset quick set settings user can use Clear Quick Set as shown below: 

 
  
 

http://www.ssminfotech.biz/


X-FORCE ALARM CLIENT V15 | WWW.SSMINFOTECH.BIZ  

 
 
o User can now directly use it as a filter for its configured report(s). 

 
  
Now generated report will have this filter. 
Reports which are selected During creating quickset can use that quickset, in other reports this quickset will not be loaded.  

 

Export Report 

http://www.ssminfotech.biz/


X-FORCE ALARM CLIENT V15 | WWW.SSMINFOTECH.BIZ  

 
· Report is exported for user reference and it will be based on user need. Whenever user wants to take backup of generated report then it will be exported in selected format. 
· There are several reports which produces huge amount of data which may have thousands or lacs of data as their child records which might be exported or not that would be decided at the time of exporting 
report.  
 

User can export report using different formats :  
Excel, HTML, PDF, CSV. 
 

User can mail respactive report using Mail feature. 
User can print respactive report. 
User can exit by clickin on exit Icon with permission. 

 
 
Excel : 
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HTML 
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CSV 

 
  
 
 
 
PDF 
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Mail for generated report 
 
· User can mail for generated report using 2 alternatives. 
o Using Outlook 
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SR NO FIELD NAME DESCRIPTION 

1 FROM Sender’s Mail ID 

2 To Mail Group to whom mail is to be 

sent 

3 CC CC Mail Group 

4 BCC BCC Mail Group 
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5 Mail Type <Outlook> it requires same email ID 

of whose mail profile is configured 

in local system 

6 Subject Subject of Mail 

7 Message Mail Body description 

8 Attachment Selected report format will be 

attached with generated mail 

9 Add It will add mail ID of selected group 

in text box 

10 Clear All settings will get reset 

11 Send Now It will be using for triggering mail 

12 Close To close Mail window 
 
 
 
o Using SMTP server 
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SR NO FIELD NAME DESCRIPTION 

1 FROM Sender’s Mail ID 

2 To Mail Group to whom mail is to be 

sent 

3 CC CC Mail Group 

4 BCC BCC Mail Group 
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5 Mail Type <SMTP> it requires SMTP server 

name or IP of it to send mail from 

local system 

6 Server SMTP Server name or SMTP server 

IP 

7 Subject Subject of Mail 

8 Message Mail Body description 

9 Attachment Selected report format will be 

attached with generated mail 

10 Add It will add mail ID of selected group 

in text box 

11 Clear All settings will get reset 

12 Send Now It will be using for triggering mail 

13 Close To close Mail window 
 
 
User can send generated report to printer directly for printing. 
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General Reports 

General Reports: The analyses in this category focus on the detailed analysis of alarm Events occurrence. This analyses provide in depth detail for the different parameters of the 

alarm events. Some analyses may not be available for some DCS systems. The alarm system performance category includes the following types of analyses: 

 

 

Alarm Burst Report 

The Alarm burst analysis present the Rush of Alarm events for the specified time Period. 
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Alarm Burst report allows to do analysis of data in 10 minutes Slots. It represent the alarm flow for each 10 minutes for the given time duration. 

Alarm Burst = Alarm per 10 minutes. 

Navigation: Report Menu -> General Reports -> Alarm Burst 

 

  

To analyze Alarm Burst: Follow Steps as mention below to do Analysis with Alarm Burst Report. 

1)       Go to Reports Menu and select General Reports, in that select Alarm Burst Report and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Duration Box allows to select duration in minutes to do the slots for the analysis. By default duration is 10 minutes. 

4)       Alarm count box allow you to select the count which you want to exclude or include in Report.i.e if alarm Count = 3 and Exclude in report is checked than it will display only that 

slot of duration which has Alarm count greater than 3. 
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5)       Click on Refresh button from Operation Toolbar. 

 

Alarm Performance Overview 

The Alarm Performance overview present the day/hour  wise alarm Activity analysis .it will display daily/hourly alarm Rate, Average alarm rate ,total alarm Occurrence ,etc. 

Navigation: Report Menu -> Alarm system Performance -> Alarm Performance overview 

To analyze Alarm Performance Overview: Follow Steps as mention below to do Analysis with Alarm Performance Overview Report. 

1)       Go to Reports Menu and select General Reports, in that select Alarm Performance Report and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Select the type of analysis you want to do among: 1) alarm Performance overview (represent the daily analysis) and 2) Hourly performance overview (represent the hourly analysis). 

4)       Click on Refresh button from Operation Toolbar. 
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 History Alarm Report 

History Alarm Analysis : The History Alarm Report Present the History of Alarm events for the specified time period with message type ALM. This report will show all the data without 
any specific filters. 
 

It will display data from vw_data_alarm_field for specified dates. 
If user needs to verify data of history alarm report than user can fire a query on vw_data_alarm_field for certain eventstamp. 
For example : select * from vw_data_alarm_field where eventstamp between 25-sep-2019 06:00:00 and 26-sep-2019 06:00:00 and MSGTYPE='ALM' 
 

Navigation: Report Menu -> General Reports -> History Alarm 

 
  

 To analyze History of Alarm: Follow Steps as mention below to do Analysis with History Alarm. 

1)       Go to Reports Menu and select General Reports, in that select History Alarm and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Set Interval time if you want to put History alarm Report to be updated automatically. 

4)       Click on Refresh button from Operation Toolbar 
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Alarm Rate 

The Alarm Rate analysis Present day wise Rate of Alarm Events for the Specified Month Duration 

Alarm Rate is the daily analysis of alarm .it helps to know the flow of alarm on daily basis. 

Navigation: Report Menu -> General Reports -> Alarm Rate 

To analyze Alarm Rate: Follow Steps as mention below to do Analysis with Alarm Rate Report. 

1)       Go to Reports Menu and select General Reports, in that select Rate Report and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Select the month for which you want to do Daily alarm rate analysis. 

4)       In alarm Rate you can select the alarm rate. 

5)       Click on Refresh button from Operation Toolbar. 
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Symptomatic Alarm 

The Symptomatic Alarms Revels the symptoms of alarm activity relevant to the Tagname with all alarm details .it displays tags and its concurrent activity before and after any particular Tagname. 

This Report displays symptoms of alarm‘s events that is useful to analysis for further process. 

Symptomatic Alarm Report displays tags and its concurrent listing of before and after data 

Navigation: Report Menu -> General Reports -> Symptomatic Alarms 

To analyze Symptomatic Alarms: Follow Steps as mention below to do Analysis with Symptomatic Alarms. 

1)       Go to Reports Menu and select General Reports, in that select Symptomatic Alarms Report and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar. 

3)       Click on Refresh button from Operation Toolbar 
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Trip Analysis 

The Trip analysis graphically represent the Data of one hour in slots of minutes with total alarm occurrences. 

Trip analysis report displays data of 1 hour .in that it displays first 10 minutes and then shows data of every 10 minutes in priority and count based.   

Navigation: Report Menu -> General Reports -> Trip analysis 

To analyze Trip analysis: Follow Steps as mention below to do Analysis with Trip analysis. 

1)       Go to Reports Menu and select General Reports, in that select Trip analysis Report and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar. 
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3)       Click on Refresh button from Operation Toolbar 

 

  

You have another checkbox on the top left : Priority Based 

If you select this option than user will have columnstack chart , it will have priority wise data in a single bar for a minute. 
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Operator Action Report 

The Operator Action Report present the list of Alarms which are generated due any action taken by operator for the specified time period. 
It has MsgType as OPR. 
When operator is taking any action on the system than this type of alarm will be generate. 

Navigation: Report Menu -> General Reports -> Operator Action 

 
  

To analyze Operator Action Report: Follow Steps as mention below to do Analysis with Operation Action. 

1)       Go to Reports Menu and select General Reports, in that select Operator Action and click on it. 

1)       Select Start Date and End Date Parameters from Criteria Toolbar 

2)       Click on Refresh button from Operation Toolbar 
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System Alarm Report 

 The System Alarm analysis present the list of Alarms generated due to any system or software failure for the specified time period. In AIMS we have given unique identification to system alarm that is Message 

Type  SYS. 

 

This types of alarm has MsgType as SYS. 

User can find system alarm from SYS msgtype. 

PFA 

Navigation: Report Menu -> General Reports -> System Alarm 

 
  

To analyze System Alarm: Follow Steps as mention below to do Analysis with System Alarm. 
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1)       Go to Reports Menu and select General Reports, in that select system Alarm and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Click on Refresh button from Operation Toolbar 

KPI 

Key Performance Indicator (KPI) : The Key Performance Indicator (KPI) summarizes Alarm Activities and display Comparative analysis against the predefined KPI Standards.it present 
Plant stability in comparison with KPI Standards by displaying different analysis in one Report.   
 

In KPI Report KPIDescription, Acceptable Limit, Actual value, Deviation, Remarks columns are there, 
Deviation=Actual value-Acceptable Limit 

Navigation: Report Menu -> General Reports -> Key Performance Indicator 

 
  
 

http://www.ssminfotech.biz/


X-FORCE ALARM CLIENT V15 | WWW.SSMINFOTECH.BIZ  

 

To analyze Key Performance Indicator: Follow Steps as mention below to do Analysis with Key Performance Indicator Report. 

1)       Go to Reports Menu and select General Reports, in that select Key Performance Indicator and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Type a value for the number of minutes that defines a flood period (Flood Duration which is by Default 10 mins) and a value for the number of alarms at which to begin the flood (Flood Start 

Count which is by default 10) 

4)       In the Flood End Count box , type a value for the number of alarms at which to end a flood (must be less than the Begin flood at value and by default it is 5) 

5)       Click on Refresh button from Operation Toolbar. 

Frequency Analysis 

The Frequency analysis reveals important trends in alarm activity by displaying the number of times an alarm event occurred during the given time.it present Alarm Activity as per different Parameters of Alarm 

Events Behavior. It also display alarm occurrence differently with grouping of particular selected parameter in report. 

Frequency analysis report Represents top highest frequency data for the given time duration .i.e. top records = 5 than it will display all tag details which has frequency 5 or less than 5. 

       Navigation: Report Menu -> General Reports -> Frequency Analysis  

       To analyze Frequency analysis: Follow Steps as mention below to do Analysis with Frequency analysis. 

1)       Go to Reports Menu and select General Reports, in that select Frequency analysis and click on it. 

2)       Select Start Date and End Date Parameters  from Criteria Toolbar 

3)       Enter Any Numeric Value in Top Records box, to display top frequency Alarm Details. 

4)       Click on Refresh button from Operation Toolbar. 
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Tree Map Analysis 

The Treemap Analysis present the alarm event’s frequency details by displaying the number of times alarm event occurred .This report is the graphical representation of alarm frequency. 

Navigation: Report Menu -> General Reports -> Treemap Analysis 

To analyze Treemap Analysis: Follow Steps as mention below to do Analysis with Treemap Analysis. 

1)       Go to Reports Menu and select General Reports, in that select Frequency analysis and click on it. 

2)       Select Start Date and End Date Parameters  from Criteria Toolbar 
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3)       Enter Any Numeric Value in Top Records box, to display top frequency Alarm Details. 

4)       Click on Refresh button from Operation Toolbar 

 

  

Frequency Breakup 

The Frequency Breakup summarizes alarm activities and display alarm occurrence differently with grouping of particular selected alarm detail. 

Navigation: Report Menu -> General Reports -> Frequency Breakup 

To analyze Frequency Breakup: Follow Steps as mention below to do Analysis with Frequency Breakup 

1)       Go to Reports Menu and select General Reports, in that select Frequency Breakup and click on it. 
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2)       Select Start Date and End Date Parameters  from Criteria Toolbar 

3)       Click on Refresh button from Operation Toolbar. 

 

  

Frequency Monitoring 

The Frequency Monitoring Reveals important detail about alarm activity by displaying Isolated details about each alarm and its occurrence. This report monitors the alarm activity for the specified range of alarm 

events frequency. 

Frequency Monitoring reports allow to analyze the data between the specific Range of Alarm Frequency. 

Navigation: Report Menu -> General Reports -> Frequency Monitoring 

To analyze Frequency Monitoring: Follow Steps as mention below to do Analysis with Frequency Monitoring 

1)       Go to Reports Menu and select General Reports, in that select Frequency Monitoring and click on it. 
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2)       Select Start Date and End Date Parameters  from Criteria Toolbar 

3)       Select Range of Frequency to generate report which contains the frequency of alarms with in the specified range. 

4)       Click on Refresh button from Operation Toolbar. 

 

  

Duration Analysis 

 

The Duration Analysis Recognize the Alarm event’s Return and Acknowledge State exploration for the Specified time Duration. 

Top 10 alarms as per maximum time stay active for the defined period 
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Duration analysis Report Analyze duration between any Alarm and Return events.it is used to check alarm to return duration as well as alarm to Acknowledge Duration.it will also display minimum and maximum 

Return and Acknowledge Duration. 

This makes it possible to analyze Average, Maximum, Minimum time taken to acknowledge or Return of alarm to Normal. This makes possible to find out which alarms are defined wrongly. Detection of chattering 

alarms or long retaining Alarms is easy. 

Navigation: Report Menu -> General Reports -> Duration Analysis 

To analyze Duration Analysis: Follow Steps as mention below to do Analysis with Duration Analysis 

1)       Go to Reports Menu and select General Reports, in that select Duration Analysis and click on it. 

2)       Select Start Date and End Date Parameters  from Criteria Toolbar 

3)       Click on Refresh button from Operation Toolbar. 
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Alarm System Performance 

Alarm System Performance: The analyses in this category focus on information specific to the performance of the alarm management system. Alarm System Performance 

analyses are only available for data owners that have imported alarm event data into the system. Some analyses may not be available for some DCS systems. The alarm 

system performance category includes the following types of analyses: 
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Alarm By Type 

The Alarm by Type analysis summarizes alarm activities per alarm parameter for the specified time period. 

 Navigation: Report Menu -> Alarm system Performance -> Alarm by Type 

 To analyze Alarm by Type: Follow Steps as mention below to do Analysis with Alarm by Type Report. 

1)       Go to Reports Menu and select Alarm System Performance, in that select Alarm by Type Report and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Click on Refresh button from Operation Toolbar. 
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The analysis results include the alarm parameter(s) (e.g., LL, HH, LO, etc., for Yokogawa, IOBAD, HIABS, etc., for Foxboro), and for each parameter, the number of alarm events and the corresponding percentage of 

the total number of alarm events. The analysis also displays the total number of alarm events. 

       Detail Description of Analysis: 

Alarm Type Represent Alarm Parameter (e.g., LL, HH, LO, etc., for Yokogawa) 

Count Number of Alarm events for particular Parameter 

Percentage (Sum of  total no of Events / number of alarm events for particular 
Parameter ) *100 
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Priority Distribution 

The Priority Distribution analysis identifies the number of alarms by priority.it will also display tagname, msgtype, Alarm type, channel name wise no of alarms  for each of the configured priority  etc. it will display 

hourly and monthly no of alarms with respect to the selected eventstamp for  priority. This report will also display count in % also. 

Navigation: Report Menu -> Alarm system Performance -> Priority Distribution  

To analyze Priority Distribution Report: Follow Steps as mention below to do Analysis with Priority Distribution Report 

1)       Go to Reports Menu and select Alarm System Performance, in that select Priority Distribution and click on it. 
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2)       In Field box, select any of the field .you can do analysis with below listed fields 

         Msgtype 

         Alarm type 

         Priority 

         Tagname 

         Channel name 

         Eventstamp 

3)       Enable Display count will display no of alarms in number format otherwise by default it will display count in %. 

4)       Click on Refresh button in operation toolbar. 
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Stale Alarm 

The Stale Alarms analysis displays entities that have been in an alarm state for an extended period of time (e.g., longer than a shift) without returning to the normal state. 
 
In this Report, for particular Tagname & Alarmtype, we consider 1st occurrence of ALM time and then find out the return time for the same tag name and alarm type and if alarm to return time is exceed to 

specified limit (default is 8) then we consider Stale alarm.  
 

If an alarm comes on system having MsgType ALM, then if current time and alarm generated time has difference is greater than 24 hours than it will be considered as a Stale 
Alarm for 3 months of time period. 
 

Navigation: Report Menu -> Alarm system Performance -> Stale alarm   
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To analyze Priority Distribution Report: Follow Steps as mention below to do Analysis with Stale Alarm Report 

1)       Go to Reports Menu and select Alarm System Performance, in that select Stale Alarm and click on it. 

2)       In Duration box, enter the no of hours for stale alarm. 

3)       Click on Refresh button from Operation Toolbar. 
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Standing Alarm 

The Standing Alarms analysis displays a list of alarms that sounded within a specified time span but have not returned to normal.  
 

Standing Alarm Report contains only events which are not returned to normal in last 24 hours and event is in the alarm state from 8 hours or greater. 
 

If an alarm comes with MsgType  as ALM in last 24 hours, and that alarm is not getting its RTN alarm till 8 hour than it will be considered as standing alarm. 
If an alarm is  generating at 24-Sep-2019 06:00:00 PM, we are generating this report for 24-sep-2019 06:00:00 AM to 25-sep-2019 06:00:00 AM, it has no RTN till 25-sep-
2019 06:00:00 AM, than it will be considered as Standing alarm for those 24 hours. 
Difference between Alarm generated time and report generated time is more than 8 hours. 
 

Navigation: Report Menu -> General Reports -> Age of Oldest Alarm 

To analyze standing Alarm: Follow Steps as mention below to do Analysis with Age of Oldest Alarm. 

1)       Go to Reports Menu and select General Reports, in that select Age of Oldest Alarm and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Set Duration (in Hours) to check standing Alarm Before specified Duration .by default it will consider 8 Hours as per Standard Definition. 

4)       Click on Refresh button from Operation Toolbar 

Note: For Reliance This Report Will Be Consider as Standing alarm Report 
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Time in Alarm 
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The Time in Alarm analysis documents the length of time an entity spends in an alarm state before returning to its normal state.  
 
Time in alarm report contains data which shows alarm return pair so that any user can identify when event goes in to normal state from the alarm state. 
 

It calculates the time for an entity that for how  much it is in alarm state before returning to normal state. 
 

This analysis is not the same as the Time to Acknowledge analysis because an alarm event may return to its normal state without the operator's acknowledgement. 

In this Report, it displays total ALM & RTN Alarms Paring details for particular TAGNAME & ALARMTYPE. 
 

Navigation: Report Menu -> Alarm system Performance -> Time in Alarm    

To analyze Time in Alarm Report: Follow Steps as mention below to do Analysis with Time in Alarm Report 

1)       Go to Reports Menu and select Alarm System Performance, in that select Time in Alarm and click on it. 

2)       Click on Refresh button from Operation Toolbar. 

The analysis results include a list of entities, and for each entity, the associated alarm parameter, accumulated time in alarm, number of alarm events, average 

time in alarm per alarm event, and the entity point description. The analysis also displays the total number of alarm events and the total number of unique 

alarm events. 

Time in alarm Report just represent Alarm to Return Data. 
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Time to Acknowledge 
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The Time to Acknowledge analysis indicates the average operator response time to alarm events. 
 
The Time to Acknowledge analysis indicates the average operator response time to alarm events. This analysis is not the same as the Time in Alarm analysis because an alarm event may return to its normal state 

without the operator's acknowledgement. 
 
Time to Ack Report just describes all Alarm to Acknowledge Data with all alarm parameters in given time Duration.  
 

In this Report, it displays total ALM & ACK Alarms Paring details for particular TAGNAME & ALARMTYPE. 

The analysis results include a list of entities, and for each entity, the associated alarm parameter, accumulated time to acknowledge, number of alarm events, average time to 

acknowledge per alarm event. The analysis also displays the total number of alarm events and the total number of unique alarm events. 

 

Note: This analysis is not available for all systems. This report is only available for the DCS which will provide Acknowledgement Data.    
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Alarm Flood 

The Alarm Flood analysis summarizes alarm activities during flood periods .Alarm Flood is the phenomenon of presenting more alarms in a given period of time than a human operator can effectively respond. It 

specifies the amount of time, alarm system is in a flood condition in a specified time range 

Navigation: Report Menu -> Alarm system Performance -> Alarm Flood 

The Alarm Flood Report provides a mechanism to define the number of alarms that must occur with a specified number of minutes in order for the alarms to be considered a flood. 

 To analyze Alarm Flood: Follow Steps as mention below to do Analysis with Flood Report 

1)       Go to Reports Menu and select Alarm System Performance, in that select Alarm Flood Report and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Type a value for the number of minutes that defines a flood period (Flood Duration which is by Default 10 mins) and a value for the number of alarms at which to begin the flood (Flood Start Count 

which is by default 10) 

4)       In the Flood End Count box , type a value for the number of alarms at which to end a flood (must be less than the Begin flood at value and by default it is 5) 

5)       Click on Refresh button from Operation Toolbar. 

 

Detail Description of Analysis: 

Flood start time the time at which Alarm events occurrences  exceed to the Flood start Count 

Flood Start 
count 

the number of alarms at which to begin the flood 

Flood End Time the time at which Alarm events occurrences  drop  to the value of Flood End 
Count 

Flood End 
count 

the number of alarms at which to end a flood 

Alarm count The no of alarm events between the Flood Start time and End time 

Flood Duration The time (in hours) for which flood Condition remains on system. Time 
Difference between Flood start Time and End Time. 

Flood Unit Specifies the duration for flood condition 
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The analysis results include the alarm Events Details for the alarms which occurs during the Alarm Flooding. Alarm details will be expanded by clicking on Expand button at the right side of the report. 
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Alarm Flood Analysis also provide summary of the report as display in below image. 

 

   

In above Summary Line: 

         Time in Flood: 1 .5 hours is total of flood Duration in hours (Here Calculation is : sum of flood duration which is 1.30.now convert .30 into hours i.e. 30/60 = 0.5 so total duration in hours is 1 + .5 = 1.5 hours) 

         6.25% of 24 Hours in time Range represent total flood duration in percentage in the time range of Start Date and End date. (here calculation is : 1.5*100/24 = 6.25) 

         Flood alarm count average :37 represent the average of all flood alarm count 

         Median : 42 represent median of Flood count (median Calculation : sort  all available Alarm Count values in Asc order and then middle value of among all is your median  ) 

         Peak: 43 represent maximum Flood Count Value. 

Note: if Flood is not end in between the report time Duration than Flood end count will be consider as   alarm count at the time of report end time. 

Alarm By Unit 

The Alarm by Unit analysis reveals important details about alarm events for each unit during the given time period. 

  Note: This analysis is not available for all systems. 

  Navigation: Report Menu -> Alarm system Performance -> Alarm by Unit 

  To analyze Alarm by Unit: Follow Steps as mention below to do Analysis with Alarm by Unit Report. 

1)       Go to Reports Menu and select Alarm System Performance, in that select Alarm by Unit Report and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 
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3)       Click on Refresh button from Operation Toolbar. 

The analysis result include a list of units, and for each unit, the number of alarm (ALM) events, the number of alarm return (RTN) events, the number of alarm acknowledge (ACK) events, and the ratio of ACK/ALM 

events. The analysis also displays the total number of ALM, RTN, and ACK events. 

 Detail Description of Analysis: 

Unit Represent Unit (e.g. STATE, IOBAD, etc. for Foxboro, KG/CM2, and %, etc. For 
Yokogawa. 

ALM  no of Alarm events 

%ALM Sum of unit wise ALM events / sum of all Alarm events  *100 

RTN  no of RTN events 

ACK no of ACK events 

%ACK Sum of unit wise ACK events/ sum of all ACK events  *100 
 

 

 

http://www.ssminfotech.biz/


X-FORCE ALARM CLIENT V15 | WWW.SSMINFOTECH.BIZ  

 

 

  

Alarm Per Time Period 

The Alarm per Time Period analysis summarizes alarm activities based on define duration interval. This report will specify the alarm occurrence in particular time interval in context with Priority and ALM, RTN, ACK 

Message type. In simple terms the alarm per Time Period will represent the frequency of ALM, RTN, ACK, Priority (As per Configuration) in specific duration interval (As selected in report parameter .default is 60 

Minutes.) 

Navigation: Report Menu -> Alarm system Performance -> Alarm per Time Period 

To analyze Alarm per Time Period: Follow Steps as mention below to do Analysis with Alarm per Time Period Report 

1)       Go to Reports Menu and select Alarm System Performance, in that select Alarm per Time Period Report and click on it. 
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2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Type Duration for time Interval  (duration unit will be  minutes) 

4)       Click on Refresh button from Operation Toolbar. 

Detail Description of Analysis: 

Period Time Period for analysis. this will be divided as per the selected Duration interval  

ALM Frequency of  for the Alarm events 

1 Alarm occurrence for the 1.here 1 is the priority 
2 Alarm occurrence for the 2 here 2 is the priority 
3 Alarm occurrence for the 3.here 3 is the priority 
5 Alarm occurrence for the 5.here 5 is the priority 

500 Alarm occurrence for the 500.here 500 is the priority 
998 Alarm occurrence for the 998 .here 998 is the priority 
999 Alarm occurrence for the 999.here 999 is the priority 

RTN Alarm occurrence for Return Alarm events 
ACK Alarm occurrence for the ACK Alarm events. 

 

 

In this report priority (1, 2, 3, 500, etc.) may be differ as per the Configuration. 
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The analysis results include the alarm Events Details for the alarms which occurs during the Particular Time Period. Alarm details will be expanded by clicking on 

Expand button at the right side of the report. Alarm per Time Period Analysis also provide summary of the report as display in below image. 

 
  

In above Summary Line: 

         Average is Average of all period ALM Count. 

         Median is the Middle value among all Period of ALM Count. 

         Peak is the Maximum among all period count of ALM Count. 
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 NoNote: if Priority parameter is not vacant for Alarm events than this report will not be generated. 
 

Alarm Summary 

The Alarm Summary analysis presents a comprehensive summary of alarm performance by running several different analyses over a specified time range. The summary data includes alarms per time period 

analysis, priority distribution, flood periods, chattering alarms, and operator changes. The resulting data is presented in a single page report format for easy viewing. 

Navigation: Report Menu -> Alarm system Performance -> Alarm Summary 

The Alarm Summary tab provides a mechanism to configure what goal value should be displayed for each metric on the Alarm Summary analysis. This allows you to quickly see where a metric's value is not equal to 

its goal value when viewing the Alarm Summary analysis. 

To analyze Alarm Summary: Follow Steps as mention below to do Analysis with Alarm Summary Report 

1)       Go to Reports Menu and select Alarm System Performance, in that select Alarm Summary Report and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Select Flood Duration, Flood start Count, Flood End Count, Chatter count and Chatter duration Parameter. 

Click on Refresh button from Operation Toolbar. 
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Metrics are presented in a grid for the following categories: Annunciated Alarm Rate, Annunciated Priority, Alarm Floods, Chattering Alarms, and Operator Changes. For each metric, the grid 
includes six columns: 

Metric - the name of the metric calculated on that row. See the following table for the metrics     included for each category. See the table below for a list of the metrics displayed 
for each category. 

Value - the value of the metric over the period defined as the rolling period in the parameter set. 

Goal - a text string you define in the parameter set stating the goal value for the metric 

  

Last Period - the value for the metric over the previous period. 

Last Month - the value for the metric calculated over the last fully completed calendar      month. For example, if you run the analysis with a Run for time of September 8, the Last 
Month will be calculated for the month of August. 

Last Qtrs. - the value for the metric calculated for the last fully completed calendar quarter                                                                                      For example, if you run the analysis with 
a Run for time of September 8, the Last Qtrs. will be calculated for the last April-June quarter). 

Category Metrics Displayed 
Annunciated Alarm 
Rate 

Daily Average - Number of alarm events per day averaged for the specified time 
range. 
Hourly Average - Number of alarm events per hour averaged for the specified 
time range. 
Hourly Peak - The max number of alarm events in a given hour for the specified 
time range. 
10 Min Peak - The max number of alarm events in a given 10 minute period for 
a specified time range. 
Days Average (6am-6pm) - The number of alarm events averaged for the day 
shift for the specified time range. 
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Evenings Average (6pm-6am) - The number of alarm events averaged for the 
night shift for the specified time range. 

Alarm Floods Time in Floods - The amount of time the alarm system is in a flood condition in 
a specified time range. Floods start when the alarm system exceeds 10 alarm 
events / 10 minutes and ends when the alarm system drops below 5 alarm 
events / 10 minutes. 
% Time in Floods - The percent of time the alarm system is in a flood condition 
divided by total time in the specified time range. 
Avg Flood Events - This is the average number of alarm events during all the 
flood periods for the specified time range. 
Peak Flood Events - This is the max number of alarm events during all the flood 
periods for the specified time range. 
Longest Duration - This is the time for the longest flood. 

Annunciated Priorities % Emergency - Percentage of alarm events that are an emergency priority 
(Priority 1) divided by the total number of alarm events 
% High - Percentage of alarm events that are a high priority (Priority 2) divided 
by the total number of alarm events 
% Low - Percentage of alarm events that are a low priority (Priority 3, 4, and 5) 
divided by the total number of alarm events 

Chattering Alarms # Of Chattering Alarms - Total unique alarms that have at least one sequence of 
activations that qualifies as “Chattering” within the time range. 
# of Occurrences - Total number of alarm events that are included in the 
identified chattering alarms 
% of Unique Alarms - Total from item (a.) divided by the total unique alarms in 
the data set for that time range 
% of Total Alarms - Total from item (b.) divided by the total number of alarm 
events in the data set for that time range. 

  

Chattering Alarm 

The Chattering Alarm Report identifies entities that generate a burst of alarm activity that cycles in and out of alarm very rapidly. The length of the alarm and the amount of alarms for the time period define the 

criteria for chattering alarms. This is defined for the chattering alarm report parameter tab configuration. 
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A typical chattering alarm is a temperature sensor that cycles in and out of alarm ten times within a minute. The detection of a chattering alarm requires a threshold for the number of alarms per time period. For 

optimum performance, chattering alarm should be configured for a rolling count of the number of alarms per time period. 

Chattering alarms may also be called bad actors because of the possibility of a false alarm. Bad actors are chattering alarms that can distract the operator. 

Navigation: Report Menu -> Alarm system Performance -> Chattering Alarm 

To analyze Chattering Alarm: Follow Steps as mention below to do Analysis with Chattering Alarm Report 

1)       Go to Reports Menu and select Alarm System Performance, in that select Chattering Alarm and click on it. 

2)       Select Start Date and End Date Parameters from Criteria Toolbar 

3)       Enter specific number of minutes in order to be considered chattering in Duration  (Default is 1 minutes) 

4)       Enter number of times an alarm must occur for burst in Count parameter for Chattering  analysis (Default is 3) 

5)       Click on Refresh button from Operation Toolbar. 

 

Detail Description of Analysis: 

Tagname   

  

This are the constraints of alarm Events Parameters  for which chattering Cycle is occur 

BlockDescription 

Alarmtype 

Priority 

AlarmCount Sum of every Chattering Cycle. 

ACKAVG Average of ACK duration. This value will be calculated  in day.HH.mm.ss format 

ACKMIN Minimum value of ACK duration. This value will be calculated  in day.HH.mm.ss format 

ACKMAX Maximum value of ACK duration. This value will be calculated  in day.HH.mm.ss format 

RTNAVG Average of RTN duration. This value will be calculated  in day.HH.mm.ss format 

RTNMIN Minimum value of RTN duration. This value will be calculated  in day.HH.mm.ss format 

RTNMAX Maximum value of RTN duration. This value will be calculated  in day.HH.mm.ss format 
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The Chattering Configuration tab provides a mechanism to configure the number of times an alarm must occur over a specific number of minutes in order to be 

considered chattering. For example, you may consider all alarms that occurred three or more times in one minute to be chattering. For this example, when 

executing the Chattering Alarms analysis, only alarms that have occurred 3 times or more in one minute will be included in the analysis.   

The analysis results include the alarm Events Details for the Chattering Alarm Cycle. Alarm details will be expanded by clicking on Expand button at the right 

side of the report. 

Chattering Alarm analysis also display details of Each Cycle with below Details: 
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Eventstamp Event stamp of particular alarm event 

ACKEventstamp Acknowledge eventstamp of alarm event. 

ACKDuration Time difference between alarm and its Acknowledge event occurrence 

RTNEventstamp Return eventstamp of alarm event 

RTNDuration Time difference between alarm and its return event occurrence 

Priority Priority of alarm event 
 

Chattering Alarm Analysis also provide summary of the report as display in below image. 

 
  

In above Summary Line: 

         Unique Chattering Alarm 3   is no of Chattering cycle in between the specific time Duration. 

         3.37% of 89 Total Unique Alarms represent unique Chattering alarm Frequency in percentage in the time range of Start Date and End date. (here calculation is : (3/89)* 100 = 3.37) 

         Chattering alarm instance: 30 represent the sum of all alarm occur in each Chattering Cycle. 

         4.07% of 738 total instances represent frequency of chattering alarm in the time range of start date and end date (here calculation is : (30/738)*100= 4.07) 

 

Consequential Alarm 
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A consequential alarm becomes active as a result of another alarm. The Consequential Alarms analysis indicates entities that have gone into an alarm state and other entity/alarm combinations that became active 

before and after the alarm event. 

Alarm consequence can be defined as the likelihood of one alarm to trigger one or more identified alarms. For example, a power fault in a plant power station may result in one or more alarms for the power 

station, and additional alarms for any equipment that is supplied power from that station. The main alarm is the parent alarm while the alarms triggered as a result of the parent are consequential alarms. 

The Consequential Report allows the configuration of four criteria used in calculating which alarms should be considered consequential. For example, you may want only alarms occurring within 15 minutes of 

another alarm more than 75% of the time to be considered consequential. This report also allows you to exclude chattering alarms and alarms that occur less than a specified frequency. 

In this Report, for particular Tagname & Alarmtype, we consider 1st occurrence of ALM time and then find out any other Tagname & Alarmtype came in +/- 15minutes then we consider it as 1 occurrence of that 

Tag. Likewise, it this sequence happens 5 or more time and also Percentage of occurrence >75% then we consider it as Consequential alarm. 

 

Navigation: Report Menu -> Alarm system Performance -> Consequential Alarm 

To analyze Consequential Alarm: Follow Steps as mention below to do Analysis with Consequential Alarm Report 

1)       Go to Reports Menu and select Alarm System Performance, in that select Consequential Alarm and click on it. 

2)       In the Occurrences > box, type the percent of time that the potential consequential alarm must occur in the specified time span relative to the source alarm event. Default value is 75%. 

3)       In the Count box, type the number of occurrences under which evaluated alarms will be excluded. Default value is 3. 

4)       Check the Exclude chattering alarms option to exclude chattering alarms from the analysis. By default exclude chatter is disable. 

5)       In Duration box, Enter the time span (in minutes) that alarms will be analyzed before and after the source alarm event. Default duration is 15 minutes. 

6)       Click on Refresh button from Operation Toolbar. 
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Detail Description of Analysis:  

Tagname This are the constraints of alarm Events Parameters  for which chattering 
Cycle is occur Alarmtype 

AlarmCount Total alarm events occurrence count for the with respect to the 
Consequential alarm 

BlockDescription This are the constraints of alarm Events Parameters  for which chattering 
Cycle is occur Priority 

Following Represent the count for the Combinations that became after the alarm 
event. 
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Preceeding Represent the count for the Combinations that became before the alarm 
event. 

 

 
 

The analysis results include the alarm Events Details for the Consequential Alarm Report. Alarm details will be expanded by clicking on Expand button at the 

right side of the report. 

Consequential analysis also display details with below Details: 

Relationship Value in this field will be Following or Preceding with respect to the parent 
tag 

Tagname This are the constraints of alarm Events Parameters  for which chattering 
Cycle is occur Alarmtype 

AlarmCount Sum of alarm occurrence for child tag with respect to the parent tag alarm 
and relationship. 

Percentage Alarm Occurrence in percentage 

BlockDescription This are the constraints of alarm Events Parameters  for which chattering 
Cycle is occur Priority 
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Frequent Alarm 

The Frequent Alarm analysis reveals important trends in alarm activity by displaying the number of times an alarm event occurred during the given time period. For example, an alarm may go into an alarm state 

several times during the day. The Frequent Alarm tab provides a mechanism to select top alarm activity. 

 

  

Frequent alarms are alarms that occur most recurrently across the systems being monitored 

The analysis results include a list of entities, and for each entity, the associated alarm parameter, number of alarm events, the percentage of total alarm events, and the entity point description. The analysis also 

displays the total number of alarm events and the total number of unique alarm events. 

Navigation: Report Menu -> Alarm system Performance -> Frequent Alarm 
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To analyze Frequent Alarm: Follow Steps as mention below to do Analysis with Frequent Alarm Report 

1)       Go to Reports Menu and select Alarm System Performance, in that select Duplicate Alarm and click on it. 

2)       In Top Records box, Enter the count that no of Data will be analyzed for Frequent alarm Report 

3)       Click on Refresh button from Operation Toolbar. 

 

Detail Description of Analysis: 

Tagname This are the constraints of alarm Events Parameters  for which chattering 
Cycle is occur Alarmtype 

AlarmCount Total alarm events occurrence for the with respect to the Consequential 
alarm 

Following Represent the count for the Combinations that became after the alarm 
event. 

%Accumulation   

BlockDescription This are the constraints of alarm Events Parameters  for which chattering 
Cycle is occur Priority 

  
 

 

 

Frequent Alarm analysis also display details with below in child data: 
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Duplicate Alarm Report 

The Duplicate Alarm analysis identifies potentially redundant alarms, based on the alarm’s context. The length of time to check before and after the alarm event occurs defines the criterion for duplicate alarms and 
is defined on the Duplicate tab of the Analysis Specific tab on the report. 
  

Interconnections between points in DCS can create case of Duplicate alarm .as an example, a measurement may be sent from sensor point to a controller point, to a totalizer point, to a logic point and so forth. 

Often a “Bad measurement” alarm is configured on each point and thus if the sensor point goes into that condition, several simultaneous alarms will result. Duplicate alarms are the alarms that persistently occur 

within in short time period of Another Alarm. 

 The Duplicate Report allows the configuration of two criteria used in calculating which alarms should be considered as duplicate alarm. For example, you may want only alarms occurring within the +1 or - 1 sec of 

other alarm will be considered as duplicate alarms. This report also allows you to exclude chattering alarms. 

The Duplicate tab allows you to indicate the number of seconds apart that alarm events analyzed can occur in order to be considered duplicate alarms. 
 

In this Report, for particular Tagname & Alarmtype, we consider 1st occurrence of ALM time and then find out any other Tagname & Alarmtype came in +/- 1 

second then we consider it as 1 occurrence of that Tag and find out similar Sequence .then we consider it as Duplicate alarm. 

Navigation: Report Menu -> Alarm system Performance -> Duplicate Alarm 

To analyze Duplicate Alarm: Follow Steps as mention below to do Analysis with Duplicate Alarm Report 

1)       Go to Reports Menu and select Alarm System Performance, in that select Duplicate Alarm and click on it. 

2)       In Duration box, Enter the time span (in Sec) that alarms will be analyzed before and after the source alarm event. Default duration is 1 sec Click on Refresh button from 

Operation Toolbar. 

3)       Enable Exclude Chatter count if it is required to not consider repeating alarms (chatter alarms) in calculation of Duplicate alarm. 
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4)       Click on Refresh button from Operation Toolbar. 

 
  
 

Detail Description of Analysis: 

Tagname This are the constraints of alarm Events Parameters  for which chattering 
Cycle is occur Alarmtype 

AlarmCount Total alarm events occurrence count for the with respect to the 
Consequential alarm 

Following Represent the count for the Combinations that became after the alarm 
event. 

http://www.ssminfotech.biz/


X-FORCE ALARM CLIENT V15 | WWW.SSMINFOTECH.BIZ  

 

Preceeding Represent the count for the Combinations that became before the alarm 
event. 

BlockDescription This are the constraints of alarm Events Parameters  for which chattering 
Cycle is occur Priority 

 

The analysis results include the alarm Events Details for the Duplicate Alarm Report. Alarm details will be expanded by clicking on Expand button at the right 

side of the report. 

The details will represent the Relationship in context with the parent tag and also display its occurrences. It represent details of alarm with its relationship with 

respect to the parent alarm which causes other alarm events to occur. 

Duplicate analysis also display details with below Details: 

 
  

Relationship Value in this field will be Following or Preceding with respect to the parent 
tag 

Tagname This are the constraints of alarm Events Parameters  for which chattering 
Cycle is occur Alarmtype 

AlarmCount Sum of alarm occurrence for child tag with respect to the parent tag alarm 
and relationship. 

Percentage Alarm Occurrence in percentage 

BlockDescription This are the constraints of alarm Events Parameters  for which chattering 
Cycle is occur Priority 
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Alarm System Setting 

Alarm System Settings: The analyses in this category provide a record of the current alarm configuration, including which tags have alarms set, the priorities of alarms, which 

alarms are currently disabled or inhibited, etc. Alarm System Settings analyses are only available after static point configuration data has been imported into X-Force AIMS. In 

addition, not all analyses are available for all DCS systems. Analyses of alarm system settings consist of the following: 

 

  

Alarm Set by Priority 

The Alarms Set by Priority analysis is a breakdown of the number of configured alarms grouped by alarm priorities as defined by the control system manufacturer. 

The results of this analysis can be used to determine whether the control system priority settings are within EEMUA 191 metrics, which is beneficial for providing a snapshot of the alarm system settings. It can also 

be used to help determine the effectiveness of the alarm prioritization scheme. 

Navigation: Report Menu -> Alarm system Settings -> Alarms Set by Priority     
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To analyze Alarm Set by Priority Report: Follow Steps as mention below to do Analysis with Time to Ack Report 

1)       Go to Reports Menu and select Alarm System Settings, in that select Alarms Set by Priority and click on it. 

2)       Click on Refresh button from Operation Toolbar. 

Tags by Type 

The Tags by Type analysis is a breakdown of the configured tags grouped by specific tag types as defined by the control system manufacturer. 

This analysis shows the breakdown of the number of tag types configured in the control system, which can be used to document items such as count of tags connected to field instrumentation. 

Navigation: Report Menu -> Alarm system Settings -> Alarms Tag by Type 
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To analyze Alarms Tag by Type Report: Follow Steps as mention below to do Analysis with Alarms Tag by Type   

1)       Go to Reports Menu and select Alarm System Settings, in that select Alarms Tag by Type Report and click on it. 

2)       Click on Refresh button from Operation Toolbar. 

Alarm set by Type 

The Alarms Set by Type analysis is a breakdown of the number of configured alarms grouped by the specific alarm types as defined by the control system manufacturer. 

The results of this analysis can help you gain insight as to the current configuration of the control system, which is useful for showing the following: 

         Non-standard alarm types 
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         Alarms that are configured outside of "best practices" (such as the use of Off Normal rather than Change of State) 

         Alarm that may be configured outside the guidelines defined within the alarm philosophy (such as High High and Low Low) 

 

Navigation: Report Menu -> Alarm system Settings -> Alarms Set by Type   

 

 

  

To analyze Alarms Set By Type Report: Follow Steps as mention below to do Analysis with Alarms Set by Type   

1)       Go to Reports Menu and select Alarm System Settings, in that select Alarms Set by Type Report and click on it. 

2)       Click on Refresh button from Operation Toolbar. 
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TAGS WITH ALARMS 

The Tags with Alarms analysis is a breakdown of the number of tags with configured alarms versus the number of tags that could have configured alarms within the control system. 

The results of this analysis can be used to define over usage of an alarm system. Over-alarming can have a negative effect on the alarm system performance by overwhelming the operator and causing increased 

traffic on the control system network. 

 

Navigation: Report Menu -> Alarm system Settings -> Tags with Alarms     
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To analyze Tags with Alarms Report: Follow Steps as mention below to do Analysis with Tags with Alarms     

1)       Go to Reports Menu and select Alarm System Settings, in that select Tags with Alarms Report and click on it. 

2)       Click on Refresh button from Operation Toolbar. 

 

Process Changes 

Process Changes: The analyses in this category focus on operator-initiated events, including controller mode, set point, and alarm state changes. Analyses of Process Changes 

are only available after operator change event data have been imported into the system. Some analyses may not be available for some DCS systems. Process Change analyses 

consist of the following: 
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Alarm Enable State 

 

Output-Digital Changes 

Output Digital Report, while not as common, serves a similar purpose. An increase in cooling fan motor starts, for example, may help pinpoint an overheating process element. The Outputs-Digital analysis reveals 

these variability and therefore serves as a valuable troubleshooting tool. 

The Digital Outputs analysis results include a list of entities, and for each entity, the number of output changes, and the entity point description. The analysis also displays the total number of output changes and 

the total number of unique entities with output changes. 
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Navigation: Report Menu -> Process Changes -> Outputs- Digital Changes 

 

  

To analyze Output Digital Report: Follow Steps as mention below to do Analysis with output Digital Report 

1)       Go to Reports Menu and select Process Changes, in that select output Digital Report and click on it. 

2)       Click on Refresh button from Operation Toolbar 

Ranges     

The Ranges analysis detects changes made in ranges associated with the Process Value (PV) (e.g., for a Honeywell system these would be PVEULO, PVEUHI, etc.). 
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The analysis results include a list of entities, and for each entity, the range that changed, the number of times the range changed, and the entity point description. The analysis also displays the total number of 

range changes and the total number of unique entities with range changes. From-value/to-value information is also available. 

Navigation: Report Menu -> Process Changes -> Ranges 

 

 

  

To analyze Output Digital Report: Follow Steps as mention below to do Analysis with Ranges Report 

1)       Go to Reports Menu and select Process Changes, in that select Ranges Report and click on it. 

2)       Click on Refresh button from Operation Toolbar. 
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Tunning Constants 

The Tuning Constants analysis summarizes changes to the standard PID tuning constants for gain, integral action, and derivative action. This information is valuable in determining bad actors (which may need final 

element work, such as a new positioner, volume booster, stem packing, valve trim, etc.) or candidates for non-traditional control algorithms (e.g., non-linear, feed-forward, gap, etc.). 

The analysis results include a list of entities, and for each entity, the tuning constant that changed, the number of times the tuning constant changed, and the entity point description. 
The analysis also displays the total number of tuning constant changes and the total number of unique entities with tuning constant changes. From-value/to-value information is also 
available. 
Navigation: Report Menu -> Process Changes -> Tunning Constants   
 

 
  

To analyze Tunning Constants Report: Follow Steps as mention below to do Analysis with Tunning Constants Report 
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1)       Go to Reports Menu and select Process Changes, in that select Tunning Constants Report and click on it. 

2)       Click on Refresh button from Operation Toolbar. 

Alarm Priority Changes 

The Alarm Priorities analysis summarizes changes made to the process value placed on alarm events. The analysis results include a list of entities, and for each entity, the alarm priority that changed, the number of 

times the priority changed, and the entity point description. The analysis also displays the total number of priority changes and the total number of unique entities with priority changes. From-value/to-value 

information is also available. 

 

Navigation: Report Menu -> Process Changes -> Alarm Priority Changes   

 

To analyze Alarm Priority changes Report: Follow Steps as mention below to do Analysis with Alarm Priority Changes     

1)       Go to Reports Menu and select Process Changes, in that select Alarm Priority Changes Report and click on it. 

2)       Click on Refresh button from Operation Toolbar.   

 

Alarm Trip Point 

The Alarm Trip Points analysis displays changes made to the value of analog trip point settings. 

The analysis results include a list of entities, and for each entity, the alarm trip point that changed, the number of times the trip-point changed, and the entity point description. The analysis also displays the total 

number of trip point changes and the total number of unique entities with trip point changes. From-value/to-value information is also available. 

Navigation: Report Menu -> Process Changes -> Alarm Trip Points     

To analyze Alarm Priority changes Report: Follow Steps as mention below to do Analysis with Alarm Trip Points 

1)       Go to Reports Menu and select Process Changes, in that select Alarm Trip Points Report and click on it. 

2)       Click on Refresh button from Operation Toolbar. 

Changes Per Time Period 

The Changes per Time Period analysis indicates the number of process changes during a predefined time period. 

Navigation: Report Menu -> Process Changes -> Changes per Time Period    
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To analyze Changes per Time Period Report: Follow Steps as mention below to do Analysis with Changes per Time Period Report 

1)       Go to Reports Menu and select Process Changes, in that select Changes per Time Period and click on it. 

2)       From the Time boxes, select the increment value and corresponding time unit (e.g., 1 Hour, 30 minutes, etc. 

3)       Click on Refresh button from Operation Toolbar. 

When running the Changes per Time Period analysis, the percent of the time that the threshold limit was exceeded is displayed at the bottom of the analysis. For example, if the threshold limit is 10, the time 

increment is 1 Hour, and the analysis is run for 1 Day, the Changes per Time Period analysis will display what percent of the 24 periods analyzed had more than ten changes within one hour. 
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Controller Modes Changes 

The Controller Modes analysis indicates the amount of time that entities with journal mode changes spend in the journal mode(s). 

 

The analysis results include a list of entities, and for each entity, its normal mode, number of mode changes, accumulated time in normal mode, percentages of time in the various modes (normal, manual and 

others), and the entity point description. The analysis also displays the total number of mode changes and the total number of unique entities with mode changes. From-value/to-value information is also available. 

 

Navigation: Report Menu -> Process Changes -> Controller Mode Changes      
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To analyze Controller Modes Changes Report: Follow Steps as mention below to do Analysis with Controller Mode Changes Report 

1)       Go to Reports Menu and select Process Changes, in that select Controller Mode Changes and click on it. 

2)       Click on Refresh button from Operation Toolbar. 

 

Controller Set POint Changes 

Set point variability can have a significant impact on the desirable alarm trip-point settings for a specific entity. In cases where a set point varies across a wide range, it can be difficult 
to properly set the alarm trip points. 
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The Controller Set points analysis reveals these variability’s, providing information valuable for evaluating current alarm trip point effectiveness, as well as developing more effective trip point settings as necessary. 

The analysis results include a list of entities, and for each entity, the set point minimum, maximum and span, number of set point changes, and the entity point description. The analysis also displays the total 

number of set point changes and the total number of unique entities with set point changes. From-value/to-value information is also available. 

 

Navigation: Report Menu -> Process Changes -> Controller Set Points  
 

 

To analyze Controller Set Points Changes Report: Follow Steps as mention below to do Analysis with Controller Set Point Changes Report 

1)       Go to Reports Menu and select Process Changes, in that select Controller set point Changes and click on it. 
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2)       Click on Refresh button from Operation Toolbar. 

 

Frequent Changes 

The Frequent Changes analysis displays all changes made by the operator sorted by the most frequent. 

Navigation: Report Menu -> Process Changes -> Frequent Changes       
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To analyze Frequent Changes Report: Follow Steps as mention below to do Analysis with Frequent Changes Report 

1)       Go to Reports Menu and select Process Changes, in that select Frequent Changes and click on it. 

2)       Click on Refresh button from Operation Toolbar. 

Other Changes 

The others analysis discovers all process changes that are not captured by any of the specific analyses described previously. This catch-all analysis enables the convenient evaluation of miscellaneous changes. 

Navigation: Report Menu -> Process Changes -> Others Changes 
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To analyze others Changes Report: Follow Steps as mention below to do Analysis with Others Changes Report 

1)       Go to Reports Menu and select Process Changes, in that select Others Changes and click on it. 

Click on Refresh button from Operation Toolbar. 

The others analysis discovers all process changes that are not captured by any of the specific analyses described previously. This catch-all analysis enables the convenient evaluation of miscellaneous changes. 

Navigation: Report Menu -> Process Changes -> Others Changes 

 

Output-Analog Changes 
Output Analog Report could be useful in assessing the health control loops. Increasing variability may indicate problems with the final control element, process, or controller tuning preventing the controller from 

running in automatic control mode. 

The Analog Outputs analysis results include a list of entities, and for each entity, the minimum controller output given, the maximum controller output given, the span, the number of output changes, and the entity 

point description. The analysis also displays the total number of output changes and the total number of unique entities with output changes. 

Navigation: Report Menu -> Process Changes -> Outputs- Analog Changes 
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To analyze Output Analog Report: Follow Steps as mention below to do Analysis with output analog Report 

1)       Go to Reports Menu and select Process Changes, in that select output Analog Report and click on it. 

2)       Click on Refresh button from Operation Toolbar. 
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To analyze others Changes Report: Follow Steps as mention below to do Analysis with Others Changes Report 

1)       Go to Reports Menu and select Process Changes, in that select Others Changes and click on it. 

Click on Refresh button from Operation Toolbar. 
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