' SSM InfoTech Solutions Pvt. Ltd.
S X-Force Report Definition Document

L/ Created On: 07-Oct-2016 Created By :  Urvisha Desai

X-Force Alarm Client Reports

X-Force Alarm Client is basically used for the analysis of alarms or events captured from the control system. X-
Force Alarm Client includes Four different type of Categories for analyses, all developed to provide judgment
for key alarm performance factors. Each analysis available fits into one of these categories.

e General Reports
e Alarm System Performance

e Alarm System Settings
e Process changes

General Reports: The analyses in this category focus on the detailed analysis of alarm Events occurrence.
This analyses provide in depth detail for the different parameters of the alarm events. Some analyses may
not be available for some DCS systems. The alarm system performance category includes the following
types of analyses:

History Alarm The History Alarm analysis Present the History of Alarm events for the specified time
period.
Age of oldest Alarm The Age of oldest Alarm analysis displays a list of alarms that sounded within a

specified time span but have not returned to normal for more than Specified
Duration (8 Hours).

Operator Action The Operator Action analysis present the list of operator Alarms for the specified time
period.

System Alarm The System Alarm analysis present the list of System Alarms for the specified time
period.

Key Performance The Key Performance Indicator (KPI) summarizes Alarm Activities and display

Indicator Comparative analysis against the predefined KPI Standards.it present Plant stability
in comparison with KPI Standards by displaying different analysis in one Report.

Frequency Analysis The Frequency analysis reveals important trends in alarm activity by displaying the

number of times an alarm event occurred during the given time.it present Alarm
Activity as per different Parameters of Alarm Events Behavior. It also display alarm
occurrence differently with grouping of particular selected parameter in report.
Treemap Analysis The Treemap Analysis present the alarm event’s frequency details by displaying the
number of times alarm event occurred .This report is the graphical representation of
alarm frequency

Frequency Breakup The Frequency Breakup summarizes alarm activities and display alarm occurrence
differently with grouping of particular selected alarm detail.

Frequency Monitoring | The Frequency Monitoring Reveals important detail about alarm activity by displaying
Isolated details about each alarm and its occurrence. This report monitors the alarm
activity for the specified range of alarm events frequency.

Duration Analysis The Duration Analysis Recognize the Alarm event’s Return and Acknowledge State
exploration for the Specified time Duration.
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Alarm Burst

The Alarm Burst analysis present the Rush of Alarm events for the specified time
Period.

Alarm Performance
Overview

The Alarm Performance overview present the day/hour wise alarm Activity analysis
.it will display daily/hourly alarm Rate, Average alarm rate ,total alarm Occurrence
,etc.

Alarm Rate The Alarm Rate analysis Present day wise Rate of Alarm Events for the Specified
Month Duration.

Symptomatic Alarms | The Symptomatic Alarms Revels the symptoms of alarm activity relevant to the
Tagname with all alarm details .it display tags and its concurrent activity before and
after any particular Tagname.

Trip Analysis The Trip analysis Graphically represent the Data of one hour in slots of minutes with

total alarm occurrences.

Alarm System Performance: The analyses in this category focus on information specific to the
performance of the alarm management system. Alarm System Performance analyses are only available
for data owners that have imported alarm event data into the system. Some analyses may not be
available for some DCS systems. The alarm system performance category includes the following types of

analyses:

Alarm By Type The Alarm by Type analysis summarizes alarm activities per alarm parameter for
the specified time period.

Alarm By Unit The Alarms by Unit analysis reveals important details about alarm events for
each unit during the given time period.

Alarm Flood The Alarm Flood analysis summarizes alarm activities during flood periods.

Alarm Per Time The Alarms per Time Period analysis summarizes alarm activities based on

Period define Duration interval.

Alarm Summary The Alarm Summary analysis presents a comprehensive summary of alarm

performance by running several different analyses over defined time periods.

Chattering Alarm

The Chattering Alarm analysis identifies entities that generate a burst of alarm
activity that cycles in and out of alarm very rapidly.

Consequential Alarm

A consequential alarm becomes active as a result of another alarm. The
Consequential Alarm analysis indicates entities that have gone into an alarm
state and other entity/alarm combinations that became active before and after
the alarm event

Duplicate Alarm

The Duplicate Alarms analysis identifies potentially redundant alarms, based on
the alarm’s context, via the Tagname, Comment.

Frequent Alarm

The Frequent Alarms analysis reveals important trends in alarm activity by
displaying the number of times an alarm event occurred during the given time.

Priority Distribution

The Priority Distribution analysis identifies the number of alarms by priority.

Stale Alarm

The Stale Alarms analysis displays entities that have been in an alarm state for
an extended period of time (e.g., longer than a shift) without returning to the
normal state.
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Standing Alarm The Standing Alarms analysis displays a list of alarms that sounded within a
specified time span but have not returned to normal.

Time in Alarm The Time in Alarm analysis documents the length of time an entity spends in an

alarm state before returning to its normal state.
Time to Acknowledge | The Time to Acknowledge analysis indicates the average operator response time
to alarm events.

Alarm System Settings: The analyses in this category provide a record of the current alarm configuration,
including which tags have alarms set, the priorities of alarms, which alarms are currently disabled or
inhibited, etc. Alarm System Settings analyses are only available after static point configuration data has
been imported into X-Force AIMS. In addition, not all analyses are available for all DCS systems. Analyses
of alarm system settings consist of the following:

Alarms set by Priority | The Alarms Set by Priority analysis is a breakdown of the number of configured
alarms grouped by alarm priorities as defined by the control system manufacturer.

Alarms set by Type This Alarms Set by Type analysis is a breakdown of the number of configured alarms
grouped by the specific alarm types as defined by the control system manufacturer.

Alarms set by Tag The Alarms set by Type analysis is a breakdown of the configured tags grouped

Type By specific tag types as defined by the control system manufacturer.

Tags with Alarms The Tags with Alarms analysis is a breakdown of the number of tags with configured

alarms versus the number of tags that could have configured alarms within the
control system.

Process Changes: The analyses in this category focus on operator-initiated events, including controller
mode, set point, and alarm state changes. Analyses of Process Changes are only available after operator
change event data have been imported into the system. Some analyses may not be available for some
DCS systems. Process Change analyses consist of the following:

Alarm Priority The Alarm Priority Changes analysis summarizes changes made to the process value

Changes placed on alarm events.

Alarm Trip Points The Alarm Trip Paints analysis displays changes made to the value of analog trip
point settings

Changes per Time The Changes per Time Period analysis indicates the number of process changes

Period during a predefined time period.

Controller Modes The Controller Modes Changes analysis indicates the amount of time that entities

Changes with journal mode changes spend in the journal mode(s).

Controller Set points | The Controller Set points Changes analysis reveals changes to set points affecting

Changes desirable alarm trip-point settings for a specific entity.

Frequent Changes The Frequent Changes analysis displays the all operator changes sorted by the most
frequent.

. _________________________________________________________________________________________________|
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Others Changes The Others Changes analysis discovers all process changes that are not captured by
any of the specific analyses described previously. This catch-all analysis enables the
convenient evaluation of miscellaneous changes.

Outputs -Analog The Outputs -Analog changes analysis results include a list of entities, and for each
changes entity, the output minimum, maximum and span, number of output changes, and

the entity point description. The analysis also displays the total number of output
changes and the total number of unique entities with output changes.

Outputs - Digital The Outputs - Digital changes analysis results include a list of entities, and for each

changes entity, the number of output changes, and the entity point description. The analysis
also displays the total number of output changes and the total.

Ranges The Ranges analysis detects changes made in ranges associated with the Process
Value.

Tunning Constants The Tuning Constants analysis summarizes changes to the standard PID tuning

constants for gain, integral action, and derivative action.

General Reports

History Alarm

The History Alarm analysis Present the History of Alarm events for the specified time period.

Auto Updates of Alarm History is also available. If Auto update interval is selected than History Report will be
updated automatically after the Specified time. Before the time analysis is done, all alarms should be display as
History alarm.

Navigation: Report Menu -> General Reports -> History Alarm
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To analyze History of Alarm: Follow Steps as mention below to do Analysis with History Alarm.

) Go to Reports Menu and select General Reports, in that select History Alarm and click on it.
) Select Start Date and End Date Parameters from Criteria Toolbar
)
)

w N

Set Interval time if you want to put History alarm Report to be updated automatically.

o

Click on Refresh button from Operation Toolbar
Count Verification Method:

e Use below query to find History alarm count

Select count (*) from vw_data_alarm_field where msgtype="alm' and eventstamp between '21-Sep-2016 04:00:00' and
'22-Sep-2016 04:00:00'

= |n above query event stamp should be the Duration of Date for which you are doing analysis
in report. This query will return History Alarm count for Given Dates.
= Above query will return Total Alarm Count

Age of oldest Alarm

The Age of oldest Alarm analysis displays a list of alarms that sounded within a specified time span but have
not returned to normal for more than Specified Duration (8 Hours).this report is same as standing alarm
Report.

An Alarm in an Active Alarm state and is present continuously More than 8 Hours than is Call Age of Oldest

Alarm. Before 8 Hours alarms are display in standing Alarm.
I ——
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Age of Oldest Alarm = No of alarms which was not resetted for more than 8 Hours.
Navigation: Report Menu -> General Reports -> Age of Oldest Alarm
To analyze Age of Oldest Alarm: Follow Steps as mention below to do Analysis with Age of Oldest Alarm.

1) Go to Reports Menu and select General Reports, in that select Age of Oldest Alarm and click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Set Duration (in Hours) to check standing Alarm Before specified Duration .by default it will
consider 8 Hours as per Standard Definition.

4) Click on Refresh button from Operation Toolbar

Note: For Reliance This Report Will Be Consider as Standing alarm Report.
Operator Action

The Operator Action analysis present the list of operator Alarms for the specified time period.

Navigation: Report Menu -> General Reports -> Operator Action
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To analyze Operator Action Report: Follow Steps as mention below to do Analysis with Operation Action.

1) Go to Reports Menu and select General Reports, in that select Operator Action and click on it.
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2) Select Start Date and End Date Parameters from Criteria Toolbar
3) Click on Refresh button from Operation Toolbar

Count Verification Method:

o Use below query to find Operator Alarms
Select * from vw_data_alarm_field where msgtype='OPR' or Msgtype = ‘CHNG’ and eventstamp between '21-Sep-2016
04:00:00' and '22-Sep-2016 04:00:00'

= |n above query event stamp should be the Duration of Date for which you are doing analysis
in report. This query will return Operator Alarm Detail for the Given Dates.
= Above query will return all Operator Alarms

System Alarm

The System Alarm analysis present the list of System Alarms for the specified time period. Alarms
Generated due to Faults in Software or Hardware are called System alarms.

Navigation: Report Menu -> General Reports -> System Alarm
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To analyze System Alarm: Follow Steps as mention below to do Analysis with System Alarm.

4) Go to Reports Menu and select General Reports, in that select system Alarm and click on it.
5) Select Start Date and End Date Parameters from Criteria Toolbar

6) Click on Refresh button from Operation Toolbar

Count Verification Method:

Use below query to find Operator Alarms

Select * from vw_data_alarm_field where msgtype='Sys' and eventstamp between '21-Sep-2016 04:00:00' and '22-Sep-
2016 04:00:00'

= |n above query event stamp should be the Duration of Date for which you are doing analysis

in report. This

query will return system Alarm Detail for the Given Dates.

Key Performance Indicator

The Key Performance Indicator (KPI) summarizes Alarm Activities and display Comparative analysis against the
predefined KPI Standards.it present Plant stability in comparison with KPI Standards by displaying different
analysis in one Report.

KPI Report will Analyze the Data as per the below Formula for the each criteria in KPI Report

Sr. No | Description Formulation
1 Annunciated alarms per day per operating position | Total Alarms for a day / (3/Operating Position)
2 Annunciated alarms per shift per operating position | Total Alarms for a day /(Shift Count * (3/Operating
Position))
3 Annunciated alarms per hour per operating Total Alarms for a day /(24 * (3/Operating
position Position))
4 Annunciated alarms per 10 minutes per operating Total Alarms for a day /(144 * (3/Operating
position Position))i.e. 144=(24*60)/10
5 Percentage of time alarm system is in flood position | ((Summation of minutes in which there is flood
condition) /(24*60)) *100
6 Percentage of Hours containing more than 30 ((Summation of Hours in which >30 Alarms in an

alarms

hour ) /(24)) *100

X-FORCE ALARM MANAGEMENT SYSTEM
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Percentage of 10 minute period containing more
than 10 alarms.

((Summation of Minutes in which >10 Alarms in 10
Minutes ) /(24)) *100

Quantity of chattering alarm ( generated than equal
to 3 times in a minute)

Count of chattering alarm in a day i.e. 3 Alarms in
a Minute

1st (High) Priority alarm

Percentage of High Priority alarms in a day

10

2nd (Medium) Priority alarm

Percentage of Medium Priority alarms in a day

11

3rd (Low) Priority alarm

Percentage of Low Priority alarms in a day

12

4th ( Informational) Priority alarm

Percentage of Informational Priority alarmsin a
day

13

5th (Maintenance) Priority alarm

Percentage of Maintenance Priority alarmsin a
day

14

Quantity of Standing alarms ( Before 8 hours )

Count of Standing alarms whose RTN alarm has
not come in system before 8 Hours duration

Navigation: Report Menu -> General Reports -> Key Performance Indicator
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To analyze Key Performance Indicator: Follow Steps as mention below to do Analysis with Key Performance
Indicator Report.

1) Goto Reports Menu and select General Reports, in that select Key Performance Indicator and
click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Type avalue for the number of minutes that defines a flood period (Flood Duration which is
by Default 10 mins) and a value for the number of alarms at which to begin the flood (Flood
Start Count which is by default 10)

4) In the Flood End Count box, type a value for the number of alarms at which to end a flood
(must be less than the Begin flood at value and by default it is 5)

5) Click on Refresh button from Operation Toolbar.

Frequency Analysis

The Frequency analysis reveals important trends in alarm activity by displaying the number of times an
alarm event occurred during the given time.it present Alarm Activity as per different Parameters of Alarm
Events Behavior. It also display alarm occurrence differently with grouping of particular selected
parameter in report.

Frequency analysis report Represents top highest frequency data for the given time duration .i.e. top
records =5 than it will display all tag details which has frequency 5 or less than 5.

Navigation: Report Menu -> General Reports -> Frequency Analysis
To analyze Frequency analysis: Follow Steps as mention below to do Analysis with Frequency analysis.

1) Go to Reports Menu and select General Reports, in that select Frequency analysis and
click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Enter Any Numeric Value in Top Records box, to display top frequency Alarm Details.

4) Click on Refresh button from Operation Toolbar.
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Treemap Analysis

The Treemap Analysis present the alarm event’s frequency details by displaying the number of times alarm
event occurred .This report is the graphical representation of alarm frequency.

Navigation: Report Menu -> General Reports -> Treemap Analysis
To analyze Treemap Analysis: Follow Steps as mention below to do Analysis with Treemap Analysis.

1) Goto Reports Menu and select General Reports, in that select Frequency analysis and
click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Enter Any Numeric Value in Top Records box, to display top frequency Alarm Details.
4) Click on Refresh button from Operation Toolbar.
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© X-Force Alarm Analysis
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Frequency Breakup

The Frequency Breakup summarizes alarm activities and display alarm occurrence differently with grouping of
particular selected alarm detail.

Navigation: Report Menu -> General Reports -> Frequency Breakup
To analyze Frequency Breakup: Follow Steps as mention below to do Analysis with Frequency Breakup

1) Go to Reports Menu and select General Reports, in that select Frequency Breakup and
click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar
3) Click on Refresh button from Operation Toolbar.
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EVENTSTAMP T COMMENT v ALARMTYPE v NEWWALUE v ENGUNITS v ALARMSTATE v REMARK T

Equals: T Contains: T Congins T Compins T Commins T Contains T Congins: T
1) CHANNELNAME: DCS.PIB094_ CHL has 2872 records in s group. %
1) TAGNAME: D363 _DCSL13.F700LBAD has 580 records in fs group.
2) MseTvPE ALM

UNACK ALM

UNACK ALM

55M InfoTech Solutions Pyt Lid gl

Frequency Monitoring

The Frequency Monitoring Reveals important detail about alarm activity by displaying Isolated details about
each alarm and its occurrence. This report monitors the alarm activity for the specified range of alarm events
frequency.

Frequency Monitoring reports allow to analyze the data between the specific Range of Alarm Frequency.
Navigation: Report Menu -> General Reports -> Frequency Monitoring
To analyze Frequency Monitoring: Follow Steps as mention below to do Analysis with Frequency Monitoring

1) Go to Reports Menu and select General Reports, in that select Frequency Monitoring and
click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Select Range of Frequency to generate report which contains the frequency of alarms
with in the specified range.

4) Click on Refresh button from Operation Toolbar.

. _________________________________________________________________________________________________|
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@ X-Force Alarm Analysis L

System | Tools | SchedukdRepots | Help

Fiter |SelectQuickSet ~ |[2] Refesh [T ClearFier [] ShoweRecorts [ excet [ e [ PoF ) cv [ meit [ vt [t

[v)Select D_[11-Feb-2015000000 v Ta [12Feb2015000000 ¥| |7 Frequency |SeleciFreguency v 10 &) [ShittA v ®Expand Al () Callapse... Recards 1

% AlormsByUnitRepert x  AlomsByTypeReport X TipAndhysis X SymptomaticAlems % Alarm ReteReport % Alam Performance Ovenvien X Alarm BurstRepost % Dursfion dnclysis xS S R SN FrecuencyBreokup X TrecMop Anclysis x  Operstor ActionReport % AlemBep 7

Feency o e B

CHANNECNAME X
_

MSGTVPE x

TAGNAME T COMMENT 7| ALARMTYPE 7| TOTAL 7
Contains: T Contains T Contains 7 Equals T
) CHANNELNAME: DCS PIB0S4_CHI has 3 records in s grou
) MSGTYPE: S5 has 3 records in its group. ks
13 SMMIGI-JGA... SMON 2
SMMNJGI-JGA, SMON

SMNJGL-IGW... SMON 1

|JGAWO4 | xforce | ADMIN

SSM InfoTech Solutions Pvit. Lid. [ERlRE RS

Duration Analysis

The Duration Analysis Recognize the Alarm event’s Return and Acknowledge State exploration for the Specified
time Duration.

Top 10 alarms as per maximum time stay active for the defined period

Duration analysis Report Analyze duration between any Alarm and Return events.it is used to check alarm to
return duration as well as alarm to Acknowledge Duration.it will also display minimum and maximum Return
and Acknowledge Duration.

This makes it possible to analyze Average, Maximum, Minimum time taken to acknowledge or Return of alarm
to Normal. This makes possible to find out which alarms are defined wrongly. Detection of chattering alarms or
long retaining Alarms is easy.

Navigation: Report Menu -> General Reports -> Duration Analysis
To analyze Duration Analysis: Follow Steps as mention below to do Analysis with Duration Analysis

1) Go to Reports Menu and select General Reports, in that select Duration Analysis and click
on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

X-FORCE ALARM MANAGEMENT SYSTEM 14
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3) Click on Refresh button from Operation Toolbar.

@ X-Force Alarm Analysis =
System | Toos | SchediedRepons | Help
| Fite [seecttuickset v [ Retesh Y cearFiter [ et [ it [ e ) cov [ it [ it [t

[V Select D 11Feb 2015000000 ¥ To [12Fen-2015 000000 v| || Fecuncy [SeleciFrequancy v [0 & [ShitA * Records -5 |_|Expart Detais

o X MamsBylnitReport % MlamsByTypeReport % TripAnalyss x SympmeticAlams x AlsmnfateReport x AlarmPefomence Gveniew X  AlermBurstReport % [N oWl Frequency Moritoring X Frequency Breskup X TreeMepAnalysis % OpetorAcionRepart X Alamfep 7

[]Tep Recor. [17_[JelSelect Blank AckjRin Disa.
Tagame 7 BlockDescription 7| AlammType 7| Priority 7| AmCOUNT | ACKAvg 7| ACKMin T ACKMax T RinAvg ™| RinMin 7| RinMax ¥

Contains: T Contains: T Contains: 7 Contains: 7 Contains: T Contains: 7 Contains: T Contains 7 Conmtzins T Contains 7 Contains: 7
(© D363_DCS113 FIT001.BAD.D 84D 3 290 00:00:00 0000:48  00:00:20  00:00:49
r® HHABS. 1 290 00:00:00 004057 000122 000100
() D363_DCS113 FTOLHIABS HIABS 3 20 00:0000 004108 000333 00011
(© D363_DCS113 FITO0LLOARS LOABS 3 282 00:00:00 0000:20  00:00:05  00:00:21 k
(© D363_DCS113FIT00LLLABS LLABS 1 m 00:00:00 0000:10  00:00:05  00:00:15

JGAWD: [ xforce [ADMIN | ‘SSM InfaTech Solufions Pyt. Lid. 0SS

Alarm Burst

The Alarm burst analysis present the Rush of Alarm events for the specified time Period.

Alarm Burst report allows to do analysis of data in 10 minutes Slots. It represent the alarm flow for each 10

minutes for the given time duration.
Alarm Burst = Alarm per 10 minutes.

Navigation: Report Menu -> General Reports -> Alarm Burst

X-FORCE ALARM MANAGEMENT SYSTEM 15
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System | Tooks | ScheduledRepois | Help
Filtr| Select QuickSet v (2] Refresh [P i Fiter [ StowRecords [ excel [ vt [P0 ) csv [ wai [ e [ et
[]Select D 11Feb-2015 000010 *| To |12Feb-2015000000 v| | Frecuensy |SeleciFreguensy ¥ 10 2 [ShitA ¥ Records : 73

t x MamsByUnitReport X AlarmsByTypeReport X TipAnalyss X SymptomaticAlams X AlamAsteReport X Alam Performance Oveniew % [WVSLENETESUSMRN Durstion Aralysis X Frequency Monitoing X Frequencyreakup % TreeMap Analysis X Opesator ActionReport X Alam Rep

Duration: 10 % minfs) Alam Count: [{__ [l Exclude in Repart

Start Time v EndTime 7| AlarmCount ¥
Equals: T Equals T Equals v
11-Feb-201511:50400 11-Feb-2015 1200:00 1
11-Feb-201512:00:00 11-Feb-2015 1210:00 19
11-Feb-201512:10400 11-Feb-20 20
11-Feb-201512:20:00 11-Feb-2015 20
11-Feb-201512:30:00 11-Feb-2015 20
11-Feb-201512:4000 11-Feb- 0 k
11-Feb-20151250:00 11-Feb- 0
11-Feb-201513:0000 11-Feb- 0
11-Feb-201513:10:00 11-Feb-201513:20:00 20
11-Feb-201513:20:00 11-Feb-201513:30:00 18
11-Feb-201513:30:00 11-Feb-20151340:00 0
11-Feb-201513:4000 11-Feb-201513:50:00 0
11-Feb-201513:5000 11-Feb-2015 14:00:00 0
11-Feb-201514:0000 11-Feb-2015 14:10:00 0
11-Feb-201514:1000 11-Feb-2015 14:20:00 0
11-Feb-201514:2000 11-Feb-2015 14:30:00 0
11-Feb-201514:3000 11-Fe-2015 1440:00 0
11-Feb-201514:40400 11-Feb-2015 14:50:00 20
11-Feb-201514:5000 11-Fet- 20
11-Feb-201515:0000 11-Fet- 20
11-Feb-201515:10400 11-Fet- 20
11-Feb-201515:20:00 11-Feb- 20
11-Feb-201515:30:00 11-Feb-2015 15 2
11-Feb-201515:4000 11-Feb-2015 15 0
11-Feb-201515:50:00 11-Feb-2015 16:0X 0
11-Feb-201516:00:00 11-Feb-2015 16:10:00 20
11-Feb-201516:10:00 11-Feb-2015 16:20:00 0
11-Feb-201516:2000 11-Feb-2015 16:30:00 0
11-Feb-201516:30:00 11-Feb-2015 16:40:00 0
11-Feb-201516:40:00 11-Feb-2015 16:50:00 1
11-Feb-201516:5000 11-Fe-2015 17:00:00 20 -

JGAWD! | xforce [ ADMIN | SSM InfoTech Solutions Pvt. Lid. QG PZRF

To analyze Alarm Burst: Follow Steps as mention below to do Analysis with Alarm Burst Report.

1) Goto Reports Menu and select General Reports, in that select Alarm Burst Report
and click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Duration Box allows to select duration in minutes to do the slots for the analysis.
By default duration is 10 minutes.

4) Alarm count box allow you to select the count which you want to exclude or
include in Report.i.e if alarm Count = 3 and Exclude in report is checked than it will
display only that slot of duration which has Alarm count greater than 3.

5) Click on Refresh button from Operation Toolbar.

Alarm Performance overview

The Alarm Performance overview present the day/hour wise alarm Activity analysis .it will display daily/hourly
alarm Rate, Average alarm rate ,total alarm Occurrence ,etc.

Navigation: Report Menu -> Alarm system Performance -> Alarm Performance overview

To analyze Alarm Performance Overview: Follow Steps as mention below to do Analysis with Alarm Performance
Overview Report.

. _________________________________________________________________________________________________|
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1) Goto Reports Menu and select General Reports, in that select Alarm Performance
Report and click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Select the type of analysis you want to do among: 1) alarm Performance overview
(represent the daily analysis) and 2) Hourly performance overview (represent the
hourly analysis).

4) Click on Refresh button from Operation Toolbar.

System | Tools | SchedukdRepots | Help

[ Fiter [selectauickset v [7) mefresn Y cicariter [ showRecorss [ xcet [ mi [P0 @) csv [ et [t

[W)Select D_[10Feb201500 | To [12Feb201500  ~] | |Frecuency |SelediFrequency ¥ 10 % |ShitA ~ Records -2

% AlarmsByUnitReport % AlamsByTypeReport X TripAnalysis %  Sympiomaticdlams % AlsmRsteReport 3 LIRS ST RN ety Mlam BurstReport %  Durstion Analysis %  FrequencyMonitoring %  Frequencyreskup %  TreeMapAnslysis ¥  OperstorActionfeport %  Alamfeg 7
Typeof Report - Alam Performance Overvie v

.

&0

weragalarRata
£ 2
&7

A
#

W DX5.FE094 CH1

B

10-Fe- 2015 W00 " 1-Feb-2015 000000
EventStame

Eventsiamp X

Channelname 7| MaxAlarmRate v | AverageAlarmRate T AlarmCount T
Contains: T Equals: T Equals: ™ Equals

a Eventstamp: 10-Feb-2015 00:00:00

:) Eventstamp: 11-Feb-2015 00:00:00

JGAWD | xforce | ADMIN | ‘SSM InfoTech Soluiions Pvt. Lid._|PACREZRPE

Alarm Rate

The Alarm Rate analysis Present day wise Rate of Alarm Events for the Specified Month Duration
Alarm Rate is the daily analysis of alarm .it helps to know the flow of alarm on daily basis.
Navigation: Report Menu -> General Reports -> Alarm Rate

To analyze Alarm Rate: Follow Steps as mention below to do Analysis with Alarm Rate Report.

1) Go to Reports Menu and select General Reports, in that select Rate Report and
click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Select the month for which you want to do Daily alarm rate analysis.

4) Inalarm Rate you can select the alarm rate.

. _________________________________________________________________________________________________|
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5) Click on Refresh button from Operation Toolbar.

@ X-Force Alarm Analysis
System | Tools | ScheduledReports | Help

04 Fiter SelectQuickSet v |[[) Refresh [ Ciear Fiter [ Show Records [ Excel [E] Himi [T PoF &) csv [ mail [ print 8] Exit

[v/]Select D..|Feb 2015 v|  Records:2

t % Alarms By Unit Report % Alarms By Type Report % Trip Analysis % Symptomatic Alarms ¢ [GIETE RS SR EE LT S Alarm Performance Overview  x Alarm B

Channel Name - |DCS_PIB094_CH1 v AlarmRate <

EventStamp T | ChannelName T | AlarmCount ¥

Contains: T Contains: T Equals: T
¥ |11 Feb 2015 DCS_PIBO94_CH1 59.54
12 Fek 2015 DCS_PIBO94_CH1 49,96
Symptomatic Alarms

The Symptomatic Alarms Revels the symptoms of alarm activity relevant to the Tagname with all alarm details
.it display tags and its concurrent activity before and after any particular Tagname.

This Report displays symptoms of alarm’s events that is useful to analysis for further process.
Symptomatic Alarm Report displays tags and its concurrent listing of before and after data

Navigation: Report Menu -> General Reports -> Symptomatic Alarms

To analyze Symptomatic Alarms: Follow Steps as mention below to do Analysis with Symptomatic Alarms.

1) Go to Reports Menu and select General Reports, in that select Symptomatic
Alarms Report and click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar.

3) Click on Refresh button from Operation Toolbar
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System | Tools | Help

SSM InfoTech Solutions Pvt. Ltd.
X-Force Report Definition Document

Created On :

07-Oct-2016

Created By :

Urvisha Desai

Fiter| SetectQuickset v |[B] Retresh [P clear Fiter [ Excet [ it [ p0F ) csv [ it [ Pt [t

[V]Select D._|11-Feb-2015000000 ¥ | |12-Feb-20150000:00 ¥

SelectFrequency ¥ |10 5 ShitA

* Reconds -0

t X MemsByUnitReport X AlomsByTypeReport X TpAnclysis X [Ip0 COMUSTEUMNNN 4o fatc Report X AlomPerformence Ovenvien X AlsmBurstAzport % Duration Anclysis X  Frequency Monitoring X Frequency Breskup X TreeMopAnclysis X Operstor ActionRepart X AlamRep  ©

Depth:[1 %

Taghame 7
Contains: T
D363 _DCS113.FIT001.HIABS
D363 _DCS113.A7001 HHABS

D363 DCS113.FITODLLLABS

D363 DCS113.FIT001LOABS

TagName
Before
D3€3DCs1_ 1 0%

TagCount | Perce Time Difference

00:01:41.2230000
D33 DCs1_ 1 0%
-00:00-00.42000.
D363 DCST_. 288 99%

00:00:10.8170000
00:00:11.1630000
00-00:10,6330000
00-00:11.1600000
00-00:11.2130000
00-00:10.2470000
00-00:115770000
000010 5500000
0000108770000
0000113500000
0000103830000
0000108830000
0000116330000
00:00:10.4130000
00:00:11.3700000
00:00:11.7100000
00:00:10.4000000
00:00:11.8170000
00:00:10.4930000
00:00:10.2000000
00:00:11.1570000
00:00:10.6570000
00:00:11.0030000
00:00:115170000
00-00:10 4900000
00-00:11.8670000
00-00:10.1130000
00-00:10.1000000
00-00:11.1830000
00-00:10.5570000
00:00:115030000
0000108930000
00-00:115130000

Selected AlamLine

[ AlamiLine

211/2015 10:42:22 PMUNACK_ALM

D363_DCS113 FI7001 BAD OBAD

2/11/2015556:56 PM UNACK_ALM D363_DCS113FI7001 BAD 0BAD

211/2015 115737 PMUNACK_ALM
211/2015 11:5507PM UNACK_ALM
2{11/2015 11:5236 PMUNACK_ALM
2{11/2015 115006 PMUNACK_ALM
211/2015 11:4735 PM UNACK_ALM
2{11/2015 114504 PMUNACK_ALM
2{11/2015 11:4234 PMUNACK_ALM
21172015 114003 PMUNACK_ALM
21172015 11:3733 PMUNACK_ALM
21172015 11:3503 PMUNACK_ALM
21172015 11:3232 PMUNACK_ALM
21172015 11:3001 PMUNACK_ALM
21172015 11:27:31 PMUNACK_ALM
21172015 11:2500 PM UNACK_ALM
21172015 11:22:30 PM UNACK_ALM
21172015 11:2000 PM UNACK_ALM
21172015 11:17:29 PMUNACK_ALM
21172015 11:14:59 PMUNACK_ALM
21172015 11:1228 PM UNACK_ALM
211/2015 11.0357PMUNACK_ALM
211/2015 11,0727 PMUNACK_ALM
211/2015 110436 PMUNACK_ALM
211/2015 11.0226 PMUNACK_ALM
211/2015 10,5356 PM UNACK_ALM
211/2015 10:57:25 PM UNACK_ALM
2{11/2015 10:54:55 PM UNACK_ALM
2{11/2015 10:5224 PMUNACK_ALM
211/2015 10:4853 PM UNACK_ALM
211/2015 10:4723 PM UNACK_ALM
211/2015 10:44:52 PM UNACK_ALM
2/11/2015 10:3352 PM UNACK_ALM
21172015 10:3721 PMUNACK_ALM
21172015 10:3451 PMUNACK_ALM

D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD.OBAD
D363_DCS113 FI7001 BAD.OBAD
D363_DCS113 FI7001 BAD.OBAD
D363_DCS113 FI7001 BAD.OBAD
D363_DCS113 FI7001 BAD.OBAD
D363_DCS113 FI7001 BAD.OBAD
D363_DCST13.F17001 BAD.0BAD
D363_DCST13.F17001 BAD.0BAD
D363_DCST13.F17001 BAD.0BAD
D363_DCST13.F17001 BAD.0BAD
D363_DCST13.F17001 BAD.0BAD
D363_DCST13.F17001 BAD.0BAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD OBAD
D363_DCS113 FI7001 BAD 0BAD
D363_DCS113 FI7001 BAD.OBAD
D363_DCS113 FI7001 BAD.OBAD

— 2{17/2015 10:40-40 PM UNACK_ALM

511:57:26 PM UNACK_ALM
15 11:54:55 PM UNACK_ALM
1:52:25 PM UNACK_ALM
/2015 11:4%54 PM UNACK_ALM
15 11:47:23 PM UNACK_ALM
11:44:53 PM UNACK_ALM
2015 11:42:22 PM UNACK_ALM
511:3952 PM UNACK_ALM
15 11:37:22 PM UNACK_ALM
15 11:3451 PMUNACK_ALM
13221 PM UNACK_ALM
2015 112350 PM UNACK_ALM
5112719 PM UNACK_ALM
124:49 PN UNACK_ALM
15 112216 PM UNACK_ALM
1:19:45 PM UNACK_ALM
2015 11:17:16 PM UNACK_ALM
1:14:47 PN UNACK_ALM
15 111217 PMUNACK_ALM
/2015 11:09:46 PM UNACK_ALM
15110715 PM UNACK_ALM
/2015 11:04:45 PM UNACK_ALM
15110214 PM UNACK_ALM

/2015 10:44:41 PM UNACK_ALM
15 10:33:40 PM UNACK_ALM
15 10:37:10 PM UNACK_ALM
15 10:34:39 PM UNACK_ALM

D363_DCS113FI7001 LOABSLOABS

/2015 5:56:56 PM UNACK_ALM D363 DCS113 FI7001 HABSHIABS

D363_DCS113FI7001 HHABSHHABS
D363_DCS113 11 HHABSHHABS
D363_DCS113 11 HHABSHHABS
D363_DCS113FI7001 HHABSHHABS
D363_DCS113 11 HHABSHHABS
11 HHABSHHABS
11 HHABSHHABS
1 HHABSHHABS
1 HHABSHHABS

D363 DC5113! 1 HHABSHHABS
D363 DC5113! 1 HHABSHHABS
D363_DCS113FI7001 HHABSHHABS

1 HHABSHHABS
1 HHABSHHABS
1 HHABSHHABS
1 HHABSHHABS
001 HHABSHHABS
1 HHABSHHABS
1 HHABSHHABS
11 HHABSHHABS
11 HHABSHHABS
17001 HHABSHHABS
11 HHABSHHABS
11 HHABSHHABS
11 HHABSHHABS
11 HHABSHHABS
11 HHABSHHABS
D363_DCS113 11 HHABSHHABS
D363_DCS113 11 HHABSHHABS
D363_DCS113FI7001 HHABSHHABS
D363_DCS113
D363 DC5113!
D363 DC5113!

D363_DCS113
D363_DCS113
D363_DCS113
D363_DCS113
D363_DCS113
D363_DCS113
D363_DCS113
D363_DCS113

Trip analysis

The Trip analysis graphically represent the Data of one hour in slots of minutes with total alarm occurrences.

Trip analysis report displays data of 1 hour .in that it displays first 10 minutes and then shows data of every 10
minutes in priority and count based.

Navigation: Report Menu -> General Reports -> Trip analysis

To analyze Trip analysis: Follow Steps as mention below to do Analysis with Trip analysis.

1)
and click on it.
2)

3) Click on Refresh button from Operation Toolbar

Select Start Date and End Date Parameters from Criteria Toolbar.

Go to Reports Menu and select General Reports, in that select Trip analysis Report

. _________________________________________________________________________________________________|
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@ X-Force Alarm Analysis =
System | Toos | ScheduedRepots | Heb

Fitlr Select QuickSet v [[2] Refech [ cleasFiter 8] saveimage [prin e

[V]Select D_ 12Feb 2015050000 | [12Feb-2015060000 ~ Records 0

X Alarms By Unit Report % Alorms By TypeReport x UL SUSHINRN Symptomatic Alems % Alarm oteReport X Alarm Performance Ovenview % MlamBurstReport X Durstion Anclysis % Frequency Monitoring % Frequency Breskup % TreeMapAnslysis % OperstorActionfeport % AlemRepe  ©

[ Priorty Based

=

GAWD4 [xforce | ADMIN | 55M InfoTech Solutions Pvt. Ltd. [PQEREZRF1]

Alarm System Performance Reports

Alarm by Type

The Alarm by Type analysis summarizes alarm activities per alarm parameter for the specified time period.
Navigation: Report Menu -> Alarm system Performance -> Alarm by Type
To analyze Alarm by Type: Follow Steps as mention below to do Analysis with Alarm by Type Report.

1) Go to Reports Menu and select Alarm System Performance, in that select Alarm by Type
Report and click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Click on Refresh button from Operation Toolbar.

The analysis results include the alarm parameter(s) (e.g., LL, HH, LO, etc., for Yokogawa, IOBAD, HIABS, etc., for
Foxboro), and for each parameter, the number of alarm events and the corresponding percentage of the total
number of alarm events. The analysis also displays the total number of alarm events.

]
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Detail Description of Analysis:

Alarm Type Represent Alarm Parameter (e.g., LL, HH, LO, etc., for Yokogawa)
Count Number of Alarm events for particular Parameter
Percentage (Sum of total no of Events / number of alarm events for particular Parameter )
*100
@ x-Force Alarm An
Systern | Toals | Reparts | Help
BA et selectauickset v |[0) mefresh [P clearriter i excel I vt [T por ) csv [ want [ prine [ et
| [W] select Date |12 Pday- 2016 00:00:00 V| To |13 May-2016 00:00:00 V| Frequency  |Select Frequency || |10 |5 [Shift A ¥ Records: 11

Alarms By Type Report Alarm Report % M

Alarms By Type

7000
EO00
£ 5000
2 4000
3000, Count
2000, [}
1000
D T 5 T = T 4” T F‘f T 2 1
<5 " = ob =S =S = = ({)\ R
%‘\?“ ?S\?@ \Qﬁ ?3? \’o"g \e\\?g \)}@ \e\\(\‘>§ \3\9 &?3‘53
AlarmT ype
ALARMTYPE v COUMNT v | %PERCENTAGE v 5
Contains: T Equals: T Equals: T
I |STATE 6330 0.4
EMABLE 5756 2747
10BAD 4184 1987
ALACK 3087 1474
LOABS 1112 51
HIARS kb 15
LLABS 96 046
HHABS 40 019
HINFyY 27 niz -
. | ¥force |.L"-.IZII"-.-'1II"-1 |.L"-.Iarrr|:' ¢ Type report generated successfully. 550 InfoTech Solutions Pyt Lid, | BESRESRESRIE]

Count Verification Method:

e Use below query to find Alarm type wise total count

Select count (*) from vw_data_alarm_field where alarmtype ='LOABS' and eventstamp between '12-May-2016
00:00:00" and '13-May-2016 00:00:00' and msgtype = 'alm’

= |n above query put alarm type value for which you want to match count (here it is LOABS) and
event stamp should be the Duration of Date for which you are doing analysis in report. This
query will return total count for LOABS alarm type which is represented as Count in Report.
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= Above query will return Alarm type Wise Total Count

o Use below query to find total alarm count

Select count (*) from vw_data_alarm_field where eventstamp between '12-May-2016 00:00:00' and '13-May-
2016 00:00:00' and msgtype = 'alm’

=  Above query will return total alm count

e Formula for % Calculation
=  Percentage = (Alarm type wise total count / total alarm count)*100

Alarm by Unit

The Alarm by Unit analysis reveals important details about alarm events for each unit during the given time
period.

Note: This analysis is not available for all systems.
Navigation: Report Menu -> Alarm system Performance -> Alarm by Unit
To analyze Alarm by Unit: Follow Steps as mention below to do Analysis with Alarm by Unit Report.

1) Go to Reports Menu and select Alarm System Performance, in that select Alarm by Unit Report
and click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Click on Refresh button from Operation Toolbar.

The analysis result include a list of units, and for each unit, the number of alarm (ALM) events, the number of
alarm return (RTN) events, the number of alarm acknowledge (ACK) events, and the ratio of ACK/ALM events.
The analysis also displays the total number of ALM, RTN, and ACK events.

Detail Description of Analysis:

Unit Represent Unit (e.g. STATE, IOBAD, etc. for Foxboro, KG/CM2, and %, etc. For Yokogawa.
ALM no of Alarm events

%ALM Sum of unit wise ALM events / sum of all Alarm events *100

RTN no of RTN events

ACK no of ACK events

%ACK Sum of unit wise ACK events/ sum of all ACK events *100
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Count Verification Method:

Alarm Flood

The Alarm Flood analysis summarizes alarm activities during flood periods .Alarm Flood is the phenomenon of
presenting more alarms in a given period of time than a human operator can effectively respond. It specifies
the amount of time, alarm system is in a flood condition in a specified time range

Navigation: Report Menu -> Alarm system Performance -> Alarm Flood

The Alarm Flood Report provides a mechanism to define the number of alarms that must occur with a specified
number of minutes in order for the alarms to be considered a flood.

To analyze Alarm Flood: Follow Steps as mention below to do Analysis with Flood Report

1) Go to Reports Menu and select Alarm System Performance, in that select Alarm Flood Report and
click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar
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3) Type a value for the number of minutes that defines a flood period (Flood Duration which is by
Default 10 mins) and a value for the number of alarms at which to begin the flood (Flood Start
Count which is by default 10)

4) Inthe Flood End Count box , type a value for the number of alarms at which to end a flood (must
be less than the Begin flood at value and by default it is 5)

5) Click on Refresh button from Operation Toolbar.

Detail Description of Analysis:

Flood start time the time at which Alarm events occurrences exceed to the Flood start Count

Flood Start count | the number of alarms at which to begin the flood

Flood End Time the time at which Alarm events occurrences drop to the value of Flood End Count

Flood End count the number of alarms at which to end a flood

Alarm count The no of alarm events between the Flood Start time and End time

Flood Duration The time (in hours) for which flood Condition remains on system. Time Difference
between Flood start Time and End Time.

Flood Unit Specifies the duration for flood condition

Systern | Tools | Reports | Help
Filter m Refresh . Clear Filter EEXCE| EHtmI MPDF @CS\I .Mall EPrlnt .Exlt
.Se\ect Date \01 1uk-201500:00:00 ¥ | To 0202015 00:00:00 ¥ | cuency  |Select Frequency v [10 [S] |shiftA v Records:3 [ ] Export Details

Alarm Flood Report Alarn Report % T
© Flood Duration : 10 & minis] Flood Start Count: Flood End Count:
Alarm Flood

50
= 40
z
o 30
[5
& 20 AlarmCount
|
10.
0
R P R
s 20 25 54 a5 85
g B gt g B
EventStamp
FloodStartTime 7| FloodStartCount 7 FloodEndTime 7 | FloodEndCount 7 AlarmCount 7 | FloodDuration 7 | FloodUnit v
Contains: T Equals: T Contains: T Equals: T Equals: T Contains: T Contains: T
() 07 Jul 2015 12:00:00:000 1 Q1 Jul 2075 12:40:00:000 5 42 Q040 hr
b 00|01 Jul 2015 15:40:00,000 20 1 Jul 2015 16:10:00:000 Q 26 Q030 hr
() 01 Jul 2015 16:50:00:000 4 1 Jul 2015 17:10:00:000 2 43 ooz hr
Analysis Summary : Time in flood: 1.5 hours, or 6.25% of 24 hours in time range. Flood alarm count average: 37, median: 42, peak: 43.
1921651212 | “force |.-'_-.|:nr-...-||r-1 |.L"-.\arrr| Flood report generated suc . 550 InfoTech Solutions Pyt Ltd, | BESSESERERRIEE
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The analysis results include the alarm Events Details for the alarms which occurs during the Alarm Flooding.

Alarm details will be expanded by clicking on Expand button at the right side of the report.

FloodStartTime FloodStartCount FloodEndTirme FloodEndCount Alarm Count FloodDuration FloodlUnit
Contains: Equals: Contains: Equals: Equals: Contains: Contains:
(® 01 Jul 2015 12:00:00:000 10 07 Jul 2015 12:40:00:000 b 42 00:40 hr

(4301 Jul 2015 15:40:00:000 0 07 Jul 2015 16:10:00:000 0 26 00:30 hr

CHANNELMAME | EVENTETAMP TAGHAME COMMENT  M3IGTYPE | ALARMTYPE | NEWAALUE  ENGUNITS  ALARMSTATE REMARK

IVE03_CH3 01-Jul-201515:43:17 - 2361 _DCS03Q:THE., 0 ALM 10BAD 1200093 ALARM
ZYi303_CH3 01-Jul-207515:45:05 2361 _DCS3C:THE., 0 ALM 10BAD 1200093 ALARM
Zyi303_CH3 01-Jul-2015 15:4@:59 2361 _DCS03Q:THE. 0 ALM |0BAD 1200093 ALARM
Zyi303_CH3 01-Jul-2075 154833 2361 _DCS03C:THE. 0 ALM |0BAD 1200093 ALARM
TUGNT CHY M-Il MG 154861 73A1T DESn2neTyIR N Al kA IARAN 17 NNNAa Al ARM

Alarm Flood Analysis also provide summary of the report as display in below image.

Analysis Summary : Time in flood: 1.5 hours, or 6.25% of 24 hours in time range. Flood alarm count average: 37, median: 42, peak: 43.

In above Summary Line:

»

e Timein Flood: 1.5 hours is total of flood Duration in hours (Here Calculation is : sum of flood duration

which is 1.30.now convert .30 into hours i.e. 30/60 = 0.5 so total duration in hoursis1+.5=1.5
hours)

e 6.25% of 24 Hours in time Range represent total flood duration in percentage in the time range of

Start Date and End date. (here calculation is : 1.5¥100/24 = 6.25)
e Flood alarm count average :37 represent the average of all flood alarm count

o  Median : 42 represent median of Flood count (median Calculation : sort all available Alarm Count

values in Asc order and then middle value of among all is your median )

o  Peak: 43 represent maximum Flood Count Value.

Note: if Flood is not end in between the report time Duration than Flood end count will be consider as alarm

count at the time of report end time.
Count Verification Method:

e Use below query to verify flood Report

SELECT CONVERT(DATETIME, (REPLACE(CONVERT(VARCHAR(30), EVENTSTAMP, 106),",-') +' '+
CONVERT(VARCHAR(2), DATEPART(HH, EVENTSTAMP)) + "' + CONVERT(VARCHAR(2), (DATEPART(MI,
EVENTSTAMP)/10)*10))) AS EVENTSTAMP ,COUNT(*) AS ALARMCOUNT FROM

[Xforce].DBO.vw_data_alarm_field WHERE msgtype='alm' AND MSGTYPE='ALM"' AND EVENTSTAMP BETWEEN

'01-jul-2016 00:00:00" AND '02-jul-2016 00:00:00" GROUP BY

CONVERT(DATETIME, (REPLACE(CONVERT(VARCHAR(30), EVENTSTAMP, 106),","-')+' '+ CONVERT(VARCHAR(2),

DATEPART(HH, EVENTSTAMP)) + "' + CONVERT(VARCHAR(2), (DATEPART(MI, EVENTSTAMP)/10)*10)))

X-FORCE ALARM MANAGEMENT SYSTEM

25



' SSM InfoTech Solutions Pvt. Ltd.
S X-Force Report Definition Document

‘L/ Created On: 07-Oct-2016 Created By :  Urvisha Desai

The above query will return the alarm count for the specific time duration as below from which we can easily
identify Flood start and Flood End time from the Alarm count in particular time Duration. From below result
we can consider flood start time is when alarm count is greater than or equal to 10 (as specified in Flood start
count parameter of report) and flood end time will be consider when alarm count is less than or equal to 5 (as
specified in Flood End count parameter of Report ) .

Flood Start as Alarm Count

EVENTSTAMP ALARMCOUNT / 10

2016-07-01 00:00:00.000 10 &
2016-07-01 00:10:00.000 4
2016-07-01 00:20:00.000 3
2016-07-01 00:30:00.000 7
2016-07-01 00:40:00.000 3
8
4
5

Flood End as Alarm Count

<=5

2016-07-01 00:50:00.000
2016-07-01 01:00:00.000
2016-07-01 01:10:00.000

Flood Start as Alarm Count

/ >=10

2016-07-01 01:20:00.000 13 o
2016-07-01 01:30:00.000 7

2016-07-01 01:40:00.000 7

2016-07-01 01:50:00.000 9

2016-07-01 02:00:00.000 13

2016-07-01 02:10:00.000 10

2016-07-01 02:20:00.000 12 oo End 2 Al Court
2016-07-01 02:30:00.000 9 L

2016-07-01 02:40:00.000 FR—— <=5

Alarm per Time Period

The Alarm per Time Period analysis summarizes alarm activities based on define duration interval. This report
will specify the alarm occurrence in particular time interval in context with Priority and ALM, RTN, ACK
Message type. In simple terms the alarm per Time Period will represent the frequency of ALM, RTN, ACK,
Priority (As per Configuration) in specific duration interval (As selected in report parameter .default is 60
Minutes.)

Navigation: Report Menu -> Alarm system Performance -> Alarm per Time Period

To analyze Alarm per Time Period: Follow Steps as mention below to do Analysis with Alarm per Time Period
Report

1) Go to Reports Menu and select Alarm System Performance, in that select Alarm per Time Period
Report and click on it.
2) Select Start Date and End Date Parameters from Criteria Toolbar
3) Type Duration for time Interval (duration unit will be minutes)
I ——
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4) Click on Refresh button from Operation Toolbar.

Detail Description of Analysis:

Period Time Period for analysis. this will be divided as per the selected Duration interval
ALM Frequency of for the Alarm events

1 Alarm occurrence for the 1.here 1 is the priority

2 Alarm occurrence for the 2 here 2 is the priority

3 Alarm occurrence for the 3.here 3 is the priority

5 Alarm occurrence for the 5.here 5 is the priority

500 Alarm occurrence for the 500.here 500 is the priority
998 Alarm occurrence for the 998 .here 998 is the priority
999 Alarm occurrence for the 999.here 999 is the priority
RTN Alarm occurrence for Return Alarm events

ACK Alarm occurrence for the ACK Alarm events.

In this report priority (1, 2, 3, 500, etc.) may be differ as per the Configuration.

Systern | Tools | Reports

| Help

?"' Filter | Select QuickSet

m Refresh . Clear Filter Excel EHtmI mPDF @ CE El\ﬂall .Prlnt .Exlt

[/]select Date |01-Jul-2016 04:00:00 | To |02-Jul-2016 04:00:00 ¥ guenc Select Frequency % (10 % |ShiftA v Records: 24 [ |Export Details
Duration {In Minute) |60 3
Alarm Per Time Period
s . o o o
S ?E i 7 2 0 3:3 31 s # = o ;
R 5 4 E )
QQ"SS\ & * @ ) * QQ‘S‘ QQ"@ QQ"Q QQ"B} QQ"Q & 5
sz@ & & & & o %;\QS@ A ’ %\fp@ \%«@' <00
«\‘\{& "\\’\\t@ «\‘\{& «\‘\{9 «\“\{E} 4\\\{9 4\’&0\ »\\"ﬂp\ 4\’&0\ «\‘\(p 00
Eventstamp 999
PERTOD T OALM T 1T 2T T 5 T S00 7 a48g T 999 v RTN v ACK 7 =
Equals: T Equals: 7 Equalst 7 Equals: 7 Equals: 7 Equalsi 7 Equals: 7 Equalsi 7 Equalst 7 Equalst 7 Equalst 7 I
b (0| 74142016 4:00:00 AM 39 0 12 27 0 ] 0 0 49 18
@ 7/1/20165:00:00 &M 52 0 15 37 0 0 0 0 il 21
() 7A1/2016 E:00:00 AM T 0 9 8 0 0 0 0 B 24
& 7/1/2016 7:00:00 AM 34 0 g 26 0 0 0 0 46 19
@ 7142016 5:00:00 &AM H 0 5 16 0 0 0 0 48 24

Average: 30, Median: 32, Peak: 80 alarms per period. Threshold Limit of 0 alarms exceeded 100.00% of periods.

55M InfoTech Solutions Put. Ltd. |BE
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The analysis results include the alarm Events Details for the alarms which occurs during the Particular Time
Period. Alarm details will be expanded by clicking on Expand button at the right side of the report. Alarm per
Time Period Analysis also provide summary of the report as display in below image.

Average: 30, Median: 32, Peak: 80 alarms per period. Threshold Limit of 0 alarms exceeded 100.00% of periods.

In above Summary Line:

e Average is Average of all period ALM Count.
e Median is the Middle value among all Period of ALM Count.
e  Peak is the Maximum among all period count of ALM Count.

Note: if Priority parameter is not vacant for Alarm events than this report will not be generated.
Count Verification Method:

e Use below query for Each field count Verification

Select count (*) from vw_data_alarm_field where msgtype= 'alm'and eventstamp between '01-Jul-2016
04:00:00' and '01-Jul-2016 05:00:00"'

Above query will return total alarm count for specific duration.to verify other field Data, it is required
to change filter .filter for other field is as below:

RTN -> Msgtype = ‘RTN’

ACK -> Msgtype = ‘ACK’

1 -> Priority = 1’ or Priority in (‘1)

Alarm Summary

The Alarm Summary analysis presents a comprehensive summary of alarm performance by running several
different analyses over a specified time range. The summary data includes alarms per time period analysis,
priority distribution, flood periods, chattering alarms, and operator changes. The resulting data is presented in
a single page report format for easy viewing.

Navigation: Report Menu -> Alarm system Performance -> Alarm Summary

The Alarm Summary tab provides a mechanism to configure what goal value should be displayed for each
metric on the Alarm Summary analysis. This allows you to quickly see where a metric's value is not equal to its
goal value when viewing the Alarm Summary analysis.

To analyze Alarm Summary: Follow Steps as mention below to do Analysis with Alarm Summary Report

1) Go to Reports Menu and select Alarm System Performance, in that select Alarm Summary Report
and click on it.
2) Select Start Date and End Date Parameters from Criteria Toolbar

. _________________________________________________________________________________________________|
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3) Select Flood Duration, Flood start Count, Flood End Count, Chatter count and Chatter duration
Parameter.
4) Click on Refresh button from Operation Toolbar.

System | Tools | Reports | Help
- SelectO.ulckSet E Refresh . Clear Filter EEXCE| EHtmI MPDF @ CE EMa\I EPrlnt |:\. Exit
[V]select Date [D1-Jul-2016 D0:00:00 ¥ | To [02-Jul-2018 00:00:00 v | ency  |SelectFrequency | |10 5 ShiftA ¥ Records: 33

Alarm Sum mary Report Alarmns Per Tirme Period Report x Alarm Report x v
% Flood Duration : mini{s) Flood Start Count: Flood End Count: Chatter Count n Chatter Duration {In Sec.)

Alarm Summary

i
& 138 Percent
i P : 3 : 3 : 5 =
oS B ‘:\330\ \31,60\ @1,120\ ‘:\21_1‘50\ \131,1»,0\ \gﬂ,‘\*\
Range
M etric Walue Goal Last Period | Last Month | Last Quarter =

e

Matric Value Goal Last Period Last Month Last Quarter

Daily Average Tig <=150 207 1067 365

Hourly Awverage 30.75 <=3 3738 A48 1521

Hourly Peak a0 <=13 Ta 278 278

10 Min Peak 33 =10 2 154 154

Days Averagelfam To & prm) 330 408 534.83 182.86

Evenings Average(fprm To am) 408 53217 18214

———--_

Matric Walue Goal Last Period Last Month Last Quarter

Tirne in Floods 5,51 7.99 200.24 297,75

% Time in Floods 22,96 33.29 4031 13.78

Aug Flood Events T3 4617 84,54 8218

Peak Flood Events 3 <= 20 170 1904 1004

Longest Duration 217 1267 12.67

———--_

Matric Value Goal Last Period Last Month Last Quarter

% Emergency 0.1 <= 5% 1.45 012 012

% High 2249 apprax, 15% 23.97 20.58 20.28

% Lowr Th.E9 apprax, 80% 74.58 7808 79.28

# of Chattering alarms 106
#of Occurances 30 0 2] 47 6332
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% of Unique Alarms 337 0 2222 30.08 3708

% of Total Alarms 4.07 0 769 2013 2073

Matric Value Goal Last Period Last Month Last Quarter

Hourly &Average 10246 42,75 66,56 2875

Hourly Peak I M 1610 1610

Trip Point Changes 0 0 0 0

Friority Changes 0 0 0 0

Alarms Inactivated 0 0 0 0

-

4 |E.F:.U73-:Zf|:|r|:e |.'-'=.E3r-._.-1lr'-l |.L"-.Iarrr| Surnrnary report generated successfully. 550 InfoTech Solutions Pvt. Ltd. | RESRES=REIS

Metrics are presented in a grid for the following categories: Annunciated Alarm Rate, Annunciated Priority, Alarm
Floods, Chattering Alarms, and Operator Changes. For each metric, the grid includes six columns:

EZMetric - the name of the metric calculated on that row. See the following table for the metrics
included for each category. See the table below for a list of the metrics displayed for each category.

BEValue - the value of the metric over the period defined as the rolling period in the parameter set.

BEIGoal - a text string you define in the parameter set stating the goal value for the metric
BlPlLast Period - the value for the metric over the previous period.

BlzlLast Month - the value for the metric calculated over the last fully completed calendar ~ month. For
example, if you run the analysis with a Run for time of September 8, the Last Month will be calculated for
the month of August.

BELast Qtrs. - the value for the metric calculated for the last fully completed calendar quarter
For example, if you run the analysis with a Run for time of September 8, the Last Qtrs. will be calculated for
the last April-June quarter).

Annunciated Alarm Daily Average - Number of alarm events per day averaged for the specified time
Rate range.
Hourly Average - Number of alarm events per hour averaged for the specified
time range.
Hourly Peak - The max number of alarm events in a given hour for the specified
time range.

10 Min Peak - The max number of alarm events in a given 10 minute period for
a specified time range.

Days Average (6am-6pm) - The number of alarm events averaged for the day
shift for the specified time range.

Evenings Average (6pm-6am) - The number of alarm events averaged for the
night shift for the specified time range.

Alarm Floods Time in Floods - The amount of time the alarm system is in a flood condition in
a specified time range. Floods start when the alarm system exceeds 10 alarm
events / 10 minutes and ends when the alarm system drops below 5 alarm
events / 10 minutes.

% Time in Floods - The percent of time the alarm system is in a flood condition
divided by total time in the specified time range.

. _________________________________________________________________________________________________|
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Avg Flood Events - This is the average number of alarm events during all the
flood periods for the specified time range.

Peak Flood Events - This is the max number of alarm events during all the flood
periods for the specified time range.

Longest Duration - This is the time for the longest flood.

Annunciated Priorities % Emergency - Percentage of alarm events that are an emergency priority
(Priority 1) divided by the total number of alarm events

% High - Percentage of alarm events that are a high priority (Priority 2) divided
by the total number of alarm events

% Low - Percentage of alarm events that are a low priority (Priority 3, 4, and 5)
divided by the total number of alarm events

Chattering Alarms # Of Chattering Alarms - Total unique alarms that have at least one sequence of
activations that qualifies as “Chattering” within the time range.

# of Occurrences - Total number of alarm events that are included in the
identified chattering alarms

% of Unique Alarms - Total from item (a.) divided by the total unique alarms in
the data set for that time range

% of Total Alarms - Total from item (b.) divided by the total number of alarm
events in the data set for that time range.

Count Verification Method:

e Use Below table as reference to verify Alarm summary data

VALUE Last Period Last Month Last, Quarter
Start: 31-Mar- Start: 30-Mar- Start: (End date ]
2014 00:00:00 | 2014 00:00:00 —30) start: (End =30 Days)
End: 1-Apr- End: 31-Mar-2014 | End: 1-Apr- End: 1-Apr-2014
2014 00:00:00 00:00:00 2014 00:00:00 00:00:00
Annunciated Alarm Rate
Total Number
Dail Total No of Total No.of alarm of alarm count Total Number of alarm
1 y alarm Count for | Count for 24Hrs / count for last 90
Average 24Hrs/1 1 for last 30 days/90
days/30 Y
. Daily average of )
Hourly Daily . Daily average of last
2 Average Average/24 Daily Average/24 last 30 days Quarter /(24)
/(24)
Max of last Max of last 24Hrs. Max of last 30 Max of last 90 days
3 Hourly Peak 24Hrs. hourly days hourly
hourly count hourly count
count count
Max of last Max of last 30
) . Max of last 24Hrs. ) Max of last 90 days
4 10 Min Peak | 24Hrs. 10Mins 10Mins count days 10Mins 10Mins count
count count
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(Total number (Total number of
of alarm count alarm count from Sum of da
Davs Average from 31 march 30 march 2014 average ogllast Sum of day average of
5 (6aym_6 m)g 2014 06:00:00 | 06:00:00 to 30 montﬁ 130 0r | lastquarter /90 or vice
P to 31 March March vice versa versa
18:00:00)/1 or 18:00:00)/1 or
vice versa vice versa
. . Daily av.erage of Daily average Daily average of last
Evenings Daily average - last period - Day | of last month uarter - Da
6 Average day average or average of last - Day average 9 v
. . . average of last quarter
(6pm-6am) vice versa period or vice of last Month !
) or vice versa
versa or vice versa
Time in Total Hr§. Alarm Total Hrs. Alarm Total Hr.s. Alarm
System in Flood . System in Flood | Total Hrs. Alarm
Floods ) ) System in Flood .
(in hrs.) (It will ) for 30 days (It System in Flood for 90
( hours for last period (It ) .
1 . be sum of all : will be sum of days (It will be sum of
Calculation: will be sum of all
Flood Events all Flood Events | all Flood Events
HH+MM/60+ Duration in Flood Events Duration in Duration in Hrs.)
SS/3600) Duration in Hrs.) '
Hrs.) Hrs.)
L (Time in flood L
% Time in (Time in flood / (Time |n' flood for for last Month / (Time in flood*for last
2 " last period / 24 " Quarter / (90* 24)
Floods 24 hrs.)*100 hrs.)*100 (30* 24) hrs.)*100
’ hrs.)*100 '
(Sum of Alarm (Sum Of. Alarm
(Sum of Alarm ) Count (i.e. sum
) Count (i.e. sum of (Sum of Alarm Count
Count (i.e. sum of All Flood )
All Flood Events (i.e. sum of All Flood
of All Flood Events Counts)
Average Counts) of Flood Events Counts) of
3 Events Counts) of Flood
Flood Events Report)/No. Of Flood Report)/No. Of
/No. Of Rows . Report)/No. Of .
i Rows i.e. No. of . Rows i.e. No. of Flood
i.e. No. of Flood Rows i.e. No. of
Flood Events for Events for last Quarter
Events . Flood Events
last period
for last month
Max Alarm
Max Alarm Max Alarm Count Max Alarm Count of all
Peak Flood Count of all
4 Count of all of all flood events flood events for last
Events : flood events
flood events for last period Quarter
for last month
Flood Duration Flood Duration of | Flood Duration Flood Duration of Max
Max Alarm Count | of Max Alarm
Longest of Max Alarm Alarm Count from all
5 . from all Flood Count from all
Duration Count from all Flood Events for last
Events for last Flood Events
Flood Events ) Quarter
period for last month
Annunciated Priorities
(Count of (Count of (Count of
(Count of emergency
emergency emergency Alarm | emergency
Alarm of last 90
1 % Emergency | Alarm of of yesterday Alarm of last 30 days/Total No. of
(Priority 1) 24Hrs/Total No. | /Total No. of days /Total No. y .
alarms of last 90 days)
of alarms of last | alarms of last days | of alarms of last | 100
24hrs ) * 100 ) * 100 30 days) * 100
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(Count of High (Count of High (Count of High (Count of High Alarm
) Alarm of Alarm of last 30
% High Alarm/Total No. of last 90 days /Total
2 e yesterday/Total days /Total No.
(Priority 2) of alarms of last No. of alarms of of alarms of last No. of alarms of last
* : *
24hrs ) * 100 lastdays) * 100 | 30 days) * 100 | 20 davs) * 100
(Count of Low (Count of Low (Count of Low (Count of Low Alarm
% Low Alarm of Alarm of last 30
o Alarm/Total No. of last 90 days /Total
3 (Priority yesterday /Total days /Total No.
of alarms of last No. of alarms of last
3,4,5) 24hrs ) * 100 No. of alarms of of alarms of last 90 days) * 100
Last days) * 100 30 days) * 100 Y
Chattering Alarms
Last 24Hrs
h i | h i
# of Unique Chattering alarm Chattering Chattering alarm
. . count as per alarm count as
1 Chattering chattering count as per above
above start and per above start
Alarms alarm counts start and end date
. end date and end date
i.e. No. Of Rows
E Vi E Vi
Expanded View xpanc.ied iew xpanc.ied iew .
. Counti.e. Total Counti.e. Total | Expanded View Count
Count i.e. Total . : ) .
# of ) Chattering Alarm Chattering i.e. Total Chattering
2 Chattering
Occurrences Instances Count Alarm Instances | Alarm Instances Count
Alarm Instances
only for last Count only for only for last Quarter
count only '
period last month
% of total % of total
tf)n(i) uz aalarms % of total unique fn? uZ aalarms % of total unique
% of Unique ) g alarmsin the data | . 9 alarms in the data set
3 in the data set in the data set

Alarms

set for last Period

for last Quarter

4 % of Total

for Day for Last month

% of total % of total

oot tota % of total o of tota % of total number of
number of number of

alarm events in

number of alarm
events in the data

alarm events in

alarm events in the
data set for last

Alarms the data set for ) the data set for
set for last Period Quarter
day last month
Operator Changes
Hourl i Hourl i
ourly ave (?r Hourly avg. for ourly ave. tor Hourly avg. for
Operator Action . Operator .
Operator Action = ) Operator Action =
1 Hourly = Action =
Average Count of Hour Count of Hour Count of Hour .
. . ) Count of Hour wise for
wise for 24hrs/ | wise of 24hrs for wise for Last 30 Last 30 days/90*24
24 Yesterday/24 days/30*24 y
5 Hourlv Peak Max of Last Max of Yesterday Max of 24hrs Max of 24hrs for 90
y 24hrs 24hrs for 30 days. days.
3 | IripPoint NA NA NA NA
Changes
g | Priority NA NA NA NA
Changes
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Chattering Alarm Report

The Chattering Alarm Report identifies entities that generate a burst of alarm activity that cycles in and out of
alarm very rapidly. The length of the alarm and the amount of alarms for the time period define the criteria for
chattering alarms. This is defined for the chattering alarm report parameter tab configuration.

A typical chattering alarm is a temperature sensor that cycles in and out of alarm ten times within a minute.
The detection of a chattering alarm requires a threshold for the number of alarms per time period. For

optimum performance, chattering alarm should be configured for a rolling count of the number of alarms per
time period.

Chattering alarms may also be called bad actors because of the possibility of a false alarm. Bad actors are
chattering alarms that can distract the operator.

Navigation: Report Menu -> Alarm system Performance -> Chattering Alarm
To analyze Chattering Alarm: Follow Steps as mention below to do Analysis with Chattering Alarm Report

1) Go to Reports Menu and select Alarm System Performance, in that select Chattering Alarm and
click on it.

2) Select Start Date and End Date Parameters from Criteria Toolbar

3) Enter specific number of minutes in order to be considered chattering in Duration (Defaultis 1
minutes)

4) Enter number of times an alarm must occur for burst in Count parameter for Chattering analysis
(Default is 3)

5) Click on Refresh button from Operation Toolbar.

Detail Description of Analysis:

Tagname

BlockDescription

Alarmtype This are the constraints of alarm Events Parameters for which chattering Cycle is occur
Priority

AlarmCount Sum of every Chattering Cycle.

ACKAVG Average of ACK duration. This value will be calculated in day.HH.mm.ss format
ACKMIN Minimum value of ACK duration. This value will be calculated in day.HH.mm.ss format
ACKMAX Maximum value of ACK duration. This value will be calculated in day.HH.mm.ss format
RTNAVG Average of RTN duration. This value will be calculated in day.HH.mm.ss format
RTNMIN Minimum value of RTN duration. This value will be calculated in day.HH.mm.ss format
RTNMAX Maximum value of RTN duration. This value will be calculated in day.HH.mm.ss format
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b0 D363 DCSIONLFTIZ00MEAD.D WP STEAM HDR FLOW BAD 3 4 0.2:47:21 0.0:15:57 0.15:47:06 0.0:00:02
() DIEI_DCSIOLPIO0Z0IOBADD  PODIASE DISCH PRESS BAD 3 4 0.2:57:21 0.0:00:15 0.22:14:28 0.0:00:13
) D363 DCHMETION00SLOAES  S01A/E T/S O/L SOLTO COIT LOARS 3 1 0.21:47:39 0214727 0.21:43:04 0.0:00:12
+ I EEEEEEIII——— 4

Analysis Summary : Unique chattering alarms: 3 , 3.37% of 89 total unique alarms. Chattering alarm instances:30, 4.07% of 738 total instances.

| 550 InfoTech Solutions Py, Lid. | fis

The Chattering Configuration tab provides a mechanism to configure the number of times an alarm must occur
over a specific number of minutes in order to be considered chattering. For example, you may consider all
alarms that occurred three or more times in one minute to be chattering. For this example, when executing
the Chattering Alarms analysis, only alarms that have occurred 3 times or more in one minute will be included
in the analysis.

The analysis results include the alarm Events Details for the Chattering Alarm Cycle. Alarm details will be
expanded by clicking on Expand button at the right side of the report.

Chattering Alarm analysis also display details of Each Cycle with below Details:
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TAGMAME BLOCKDESCRIPTION ALARMTYPE PRICRITY ALARMCOUNT ACKAYG ACKIIN ACKI AX

Contains: Contains: Contains: Contains: Equals: Contains: Contains: Contains:
() DI63_DCSTONFTIZ040BA0.0  MP STEAM HDR FLOW BAD 3 4 0.0:4721 0.0:15:57 0.15:47:06
(¥) D363_DCS101PIQ02020B4D.0  POOIA/E DISCH PRESS BAD 3 4 0.9:57:21 0.0:00:13 0221428
(3) D363_DCST03.TI002003.LOARS  SO1A/B T/S O/L SOL TOCOM  LOABS 3 1 0.21:47:39 0.21:47:27 0.21:48:04

EWVEMTSTAMP ACKEWVEMTETAMP ACKDURATION RTMEWEMTSTAMP RTMDURATION PRICRITY

0-Jul-2016 02:11:56 0.21:4504 01-Jul-2016 02:12:31 0.0:00:35 3

01-Jul-2016 02:12:32 0.21:47:28 01-Jul-2016 02:12:33 0.0:00:01 3

01-Jul-2016 02:12:33 0.21:47:27 0-Jul-2016 02:12:34 0.0:00:01 3

% |

RTMANG
Contains:
0.0:00:02
0.0:0013
0.0:00:12

Eventstamp Event stamp of particular alarm event

ACKEventstamp Acknowledge eventstamp of alarm event.

ACKDuration Time difference between alarm and its Acknowledge event occurrence
RTNEventstamp Return eventstamp of alarm event

RTNDuration Time difference between alarm and its return event occurrence
Priority Priority of alarm event

Chattering Alarm Anal

ysis also provide summary of the report as display in below image.

Analysis Summary : Unique chattering alarms: 3, 3.37% of 89 total unique alarms. Chattering alarm instances:30, 4.07% of 738 total instances.

In above Summary Line:

e Unique Chattering Alarm 3 is no of Chattering cycle in between the specific time Duration.

o 3.37% of 89 Total Unique Alarms represent unique Chattering alarm Frequency in percentage in the
time range of Start Date and End date. (here calculation is : (3/89)* 100 = 3.37)
e Chattering alarm instance: 30 represent the sum of all alarm occur in each Chattering Cycle.

o 4.07% of 738 total instances represent frequency of chattering alarm in the time range of start date

and end date

(here calculation is : (30/738)*100= 4.07)

Count Verification Method:

e Consider one tag and find the alarm event occurrence for the same tag with in the 1 sec of same tag

alarm event occurrence. If alarm and return event occurrence occur concurrently and this occurrence

will be >= 3 than that alarm should be consider as Chatter alarm.

e Paring of Alarm and return event will be consider as one count while finding the Alarm Count for

chattering Cyc

le.

e Insimplest term Concurrent occurrences for paring of 3 or more than 3 Alarm and return event for the

same tag will be consider as one Chatter.

e For any duration calculation in chattering report first we will find duration in second and then

converted it in to day.HH: mm:ss format.
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Note: if acknowledge or return not occur for any alarm event during the report generation time than report
end time will be consider as ACKEventstamp or RTNEventstamp and rest of the calculations done accordingly.
And if alarm not occur during the report generation time than report start time will be the eventstamp for any
alarm .for the alarm which has no Acknowledge or return occur than its respective eventstamp value will be
displayed blank.

Consequential Alarm Report

A consequential alarm becomes active as a result of another alarm. The Consequential Alarms analysis
indicates entities that have gone into an alarm state and other entity/alarm combinations that became active
before and after the alarm event.

Alarm consequence can be defined as the likelihood of one alarm to trigger one or more identified alarms. For
example, a power fault in a plant power station may result in one or more alarms for the power station, and
additional alarms for any equipment that is supplied power from that station. The main alarm is the parent
alarm while the alarms triggered as a result of the parent are consequential alarms.

The Consequential Report allows the configuration of four criteria used in calculating which alarms should be
considered consequential. For example, you may want only alarms occurring within 15 minutes of another
alarm more than 75% of the time to be considered consequential. This report also allows you to exclude
chattering alarms and alarms that occur less than a specified frequency.

In this Report, for particular Tagname & Alarmtype, we consider 1st occurrence of ALM time and then find out
any other Tagname & Alarmtype came in +/- 15minutes then we consider it as 1 occurrence of that Tag.
Likewise, it this sequence happens 5 or more time and also Percentage of occurrence >75% then we consider
it as Consequential alarm.

Navigation: Report Menu -> Alarm system Performance -> Consequential Alarm

To analyze Consequential Alarm: Follow Steps as mention below to do Analysis with Consequential Alarm
Report

1) Go to Reports Menu and select Alarm System Performance, in that select Consequential Alarm
and click on it.

2) Inthe Occurrences > box, type the percent of time that the potential consequential alarm must
occur in the specified time span relative to the source alarm event. Default value is 75%.

3) Inthe Count box, type the number of occurrences under which evaluated alarms will be excluded.
Default value is 3.

4) Check the Exclude chattering alarms option to exclude chattering alarms from the analysis. By
default exclude chatter is disable.

5) In Duration box, Enter the time span (in minutes) that alarms will be analyzed before and after the
source alarm event. Default duration is 15 minutes.

6) Click on Refresh button from Operation Toolbar.
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TAGMAME T ALARMTYPE v ALARMCOUMNT v BLOCKDESCRIPTIOM v PRICRITY v FOLLOWING v | PRECEEDIMNG + =
Contains: T Contains: T Equals: T Containg: T Contains: 7 Equals: T Equals: T I
¢+ ()| D36I_DCSI0NFT120M0.B4D.0  |BAD 102 MP STEAK HDR FLOW 3 4 3
() D363_DCS101.PIO02020.BAD.0 EAD 26 POOIA/E  DISCH PRESS 3 4 3
() DI63_DCS109.TIO02003.LOABS  LOABS 76 S01A4/B T/5 O/ SOLTO CoM 3 4 4
() D363_DCS101.L1004007. HIZBS HIABS m CO01 EDC RICH SOL SURP LEVEL 2 4 4
(®) D3IEI_MUXA0TIONE0ZELOARS  LOARS &1 50024 REELR O/L TEMP 3 2 2
@ DIEI_MUXA0L.TIOMOIBELOABS  LOABS 44 S001 A/B 572 O/L FEED TEMP 3 4 4
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Analysis Summary : Total unique alarms: 25 representing 28.09% of 89 total alarms.

55N InfoTech Solutions Pyt Ltd.

Detail Description of Analysis:

Tagname This are the constraints of alarm Events Parameters for which chattering Cycle is occur
Alarmtype
AlarmCount Total alarm events occurrence count for the with respect to the Consequential alarm

BlockDescription This are the constraints of alarm Events Parameters for which chattering Cycle is occur
Priority
Following Represent the count for the Combinations that became after the alarm event.

Preceeding Represent the count for the Combinations that became before the alarm event.

The analysis results include the alarm Events Details for the Consequential Alarm Report. Alarm details will be
expanded by clicking on Expand button at the right side of the report.

Consequential analysis also display details with below Details:

| Relationship | Value in this field will be Following or Preceding with respect to the parent tag
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Tagname This are the constraints of alarm Events Parameters for which chattering Cycle is occur

Alarmtype

AlarmCount Sum of alarm occurrence for child tag with respect to the parent tag alarm and
relationship.

Percentage Alarm Occurrence in percentage

BlockDescription This are the constraints of alarm Events Parameters for which chattering Cycle is occur

Priority

TAGMAME ALARMTYPE ALARMCOUNT BLOCKDESCRIFTION PRICRITY FOLLOWING PRECEEDING

Contains: Contains: Equals: Cantains: Contains: Equals: Equals:

(® D363_DCSI02FICOT0T6LOA.., LOABS 7 PO0AASE TO SRC FEED 2 3 ]

(¥ D363_DCS103.LICO060T2. HIABS  HIABS 7 W005B EDC COMD POT LEWEL 2 5 5

(2 |D363_DCST0LFICOMOSHID.., |HIDEY 7 POQ4ASR SPILL BACKTO EDC C... 3 5 4

RELATIOMNSHIP TAGMAME ALARMTYPE | ALARMCOUNT | PERCENTAGE BLOCKDESCRIPTION PRIQRITY

FOLLOWAMG D363_DCS101.FT120040.82D.0 BAD 13 183.71 MP STEAM HDR FLOW 3
PRECEEDING D363_DCS101.FT120040.8AD.0 BAD 17 242,86 MP STEAM HDR FLOW 3
FOLLOWMAMG D363_DCS101.L1004007.HIARS HIABS 9 12857 CO0T EDC RICH SOL SUMP LEVEL ?
PRECEEDING D363_DCS101.LI004007. HIARS HI&ES 10 142.86 CO01 EDC RICH SOL SUMP LEVEL H
PRECEEDIMNG D363_DCS101.PI002020.8A0.0 BAD 10 142,86 PO0A/E  DISCH PRESS 3
FOLLOWMAMG D363_DCS102FICON MaL0ARS LOABS 9 128,57 PQMASE TO SRC FEED H
FOLLOWAMG D363_DC5103.TI002003, LOABS LOABS 10 142,86 301478 T/5 041 SOL TO €00 3
PRECEEDING D363_DCS103.TI002003. LOABS LOABS 7 100 501478 T/5 O/L SOL TO CO0M 3
FOLLOWMAMG D363_MUXA02.TIOM0T8.LOARS LOABS 4 85,71 5001 A/B 5/5 OfL FEED TEMP 3

() D363_DCS103.FICO06034.L00.., LODEY 6 P114/B EDC REBOIL FEED TO 5. 3 g 5

Duplicate Alarm Report

The Duplicate Alarm analysis identifies potentially redundant alarms, based on the alarm’s context. The length
of time to check before and after the alarm event occurs defines the criterion for duplicate alarms and is
defined on the Duplicate tab of the Analysis Specific tab on the report.

Interconnections between points in DCS can create case of Duplicate alarm .as an example, a measurement
may be sent from sensor point to a controller point, to a totalizer point, to a logic point and so forth. Often a
“Bad measurement” alarm is configured on each point and thus if the sensor point goes into that condition,
several simultaneous alarms will result. Duplicate alarms are the alarms that persistently occur within in short
time period of Another Alarm.

The Duplicate Report allows the configuration of two criteria used in calculating which alarms should be
considered as duplicate alarm. For example, you may want only alarms occurring within the +1 or - 1 sec of
other alarm will be considered as duplicate alarms. This report also allows you to exclude chattering alarms.

The Duplicate tab allows you to indicate the number of seconds apart that alarm events analyzed can occur in

order to be considered duplicate alarms.
I ——
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In this Report, for particular Tagname & Alarmtype, we consider 1st occurrence of ALM time and then find out
any other Tagname & Alarmtype came in +/- 1 second then we consider it as 1 occurrence of that Tag and find
out similar Sequence .then we consider it as Duplicate alarm.

Navigation: Report Menu -> Alarm system Performance -> Duplicate Alarm
To analyze Duplicate Alarm: Follow Steps as mention below to do Analysis with Duplicate Alarm Report

1) Go to Reports Menu and select Alarm System Performance, in that select Duplicate Alarm and

click on it.

2) In Duration box, Enter the time span (in Sec) that alarms will be analyzed before and after the
source alarm event. Default duration is 1 sec Click on Refresh button from Operation Toolbar.

3) Enable Exclude Chatter count if it is required to not consider repeating alarms (chatter alarms) in
calculation of Duplicate alarm.

4) Click on Refresh button from Operation Toolbar.
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o v o 0 o 9;’6%ame Alarmﬁ o
TAGMAME T ALARMTYPE v | ALARMCOUNT v | PRECEEDING v | FOLLOWIMNG T BELOCKDESCRIPTIOM v | PRIORITY * i
Contains: T Contains: T Equals: T Equals: T Equals: T Contains: T Contains: T
(4| D363_DCSIONLFTIZ200M0.B8D.0  |BAD 102 0 2 MP STEAM HOR FLOWY 3
RELATIOMEHIP TAGMAME ALARMTYPE ALARMCOUNT PERCEMTAGE  BLOCKDESCRIF.. FRIQRITY
FOLLOWING D363_DCS101.LI004007 HIARS HIABS 1 0.08 CO01 EDC RICH 5., 2
FOLLOWING D363 _MUXA03 TIDDB026. L OARS LOARS 1 0.08 50024 REBLR O/L.. 3
() D363 DCSIMTIONN00ILOAES  LOABS 76 ? 0 SMA/ T/5 O/ SOLTO COM 3
() DIEI_OCSITLLIOMOOT HIAES  HIABS hl 1 1 COD EDC RICH S0L SUMP LEVEL 2 -

Analysis Summary : Total unique alarms: 45 representing 50.56% of 89 total alarms.

580 InfoTech Solutions Pyt Ltd. |§
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Detail Description of Analysis:

Tagname This are the constraints of alarm Events Parameters for which chattering Cycle is occur
Alarmtype

AlarmCount Total alarm events occurrence count for the with respect to the Consequential alarm
Following Represent the count for the Combinations that became after the alarm event.
Preceeding Represent the count for the Combinations that became before the alarm event.
BlockDescription This are the constraints of alarm Events Parameters for which chattering Cycle is occur
Priority

The analysis results include the alarm Events Details for the Duplicate Alarm Report. Alarm details will be
expanded by clicking on Expand button at the right side of the report.

The details will represent the Relationship in context with the parent tag and also display its occurrences. It
represent details of alarm with its relationship with respect to the parent alarm which causes other alarm
events to occur.

Duplicate analysis also display details with below Details:

3

TAGNAME ALARMTYPE 7| ALARMCOUNT 7| PRECEEDING T | FOLLOWING BLOCKDESCRIPTION 7 | PRIORITY
Contains: Cantains: Equals: Equals: Equals: Cantains: Cantains:
(@ D363_DCSI0TFTI20040BA0.0  BAD 102 0 2 P STEAR HDR FLOW 3
RELATIONSHIP TAGNAME ALARMTYPE | ALARMCOUNT | PERCENTAGE  BLOCKDESCRIP..  PRIORITY
FOLLOWING D363_DCE101.L1004007 HIABS HIABS 1 0.98 CO01 EDC RICH 2. 2
FOLLOWING D363_hUXA03.TIO06026.L OABS LOABS 1 0.08 S002A REBLR O/L.. 3
() |D363_DCS103.TIO02003 LOABS  [LOAES Fili 2 0 3014,/B T/5 OFL SOL TO COM 3
() D363_DCS101.LI004007 HIAES HI&BS Kl 1 1 CO0 EDC RICH SOL SUMP LEVEL 2
() D36I_MUXA03.TIO0E026L0OABS  LOABS a1 2 0 30024 REBLR. O/L TEMP 3
() D363_DCSI02LICT112074. HIDEY  HIDEY 18 0 1 w005 MP COMD FLASH LEVEL 3
(® D363_DCS101.L1004005 HIAES HI&BS 16 1 0 CO0 EDC REBOILER SUMP LEVEL 2
() D363_DCST03.LICOMO04.HIABS  HIABS 16 0 1 CO0 EDC REBOILER SUMP LEVEL 2
(® D363_DCSI0FICO06033.L0A,., LOABS 13 0 1 S0L FR POT18/B TO 30024, 2 -
Relationship Value in this field will be Following or Preceding with respect to the parent tag
Tagname This are the constraints of alarm Events Parameters for which chattering Cycle is occur
Alarmtype
AlarmCount Sum of alarm occurrence for child tag with respect to the parent tag alarm and
relationship.
Percentage Alarm Occurrence in percentage
BlockDescription This are the constraints of alarm Events Parameters for which chattering Cycle is occur
Priority

Frequent Alarm
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The Frequent Alarm analysis reveals important trends in alarm activity by displaying the number of times an
alarm event occurred during the given time period. For example, an alarm may go into an alarm state several

times during the day. The Frequent Alarm tab provides a mechanism to select top alarm activity.
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() D36I_DCSI02LICTIZ07HIDEY  HIDEY 18 244 67.34 %008 WP COND FLASH LE.. 3
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4

Analysis Summary : Total unique alarms : 12 . 554 alarm instances representing 75.07% of 738 total instances.

Frequent alarms are alarms that occur most recurrently across the systems being monitored

The analysis results include a list of entities, and for each entity, the associated alarm parameter, number of
alarm events, the percentage of total alarm events, and the entity point description. The analysis also displays
the total number of alarm events and the total number of unique alarm events.

Navigation: Report Menu -> Alarm system Performance -> Frequent Alarm
To analyze Frequent Alarm: Follow Steps as mention below to do Analysis with Frequent Alarm Report

1) Go to Reports Menu and select Alarm System Performance, in that select Duplicate Alarm and
click on it.

2) InTop Records box, Enter the count that no of Data will be analyzed for Frequent alarm Report

3) Click on Refresh button from Operation Toolbar.
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Detail Description of Analysis:
Tagname This are the constraints of alarm Events Parameters for which chattering Cycle is occur
Alarmtype
AlarmCount Total alarm events occurrence for the with respect to the Consequential alarm
Following Represent the count for the Combinations that became after the alarm event.

%Accumulation
BlockDescription This are the constraints of alarm Events Parameters for which chattering Cycle is occur
Priority

Frequent Alarm analysis also display details with below in child data:

3

TAGNAME ALARMTYPE AlarmCount Fercent FAccumulation BLOCKDESCRIPTION FRICRITY
Contains Contains Equals: Equals: Equals: Contains Contains
(20| D363_DCE1 01 FT1 200408400 BAD 102 13.82 13.82 MP STEAR HDR FLOWY 3
CHAMMELMA.., | EVENTSTAMP TAGMAME PRICRI.., | COMME.., |ALARMTY .. | NEWWAL.. | ENGUMNITS |ALARMETA.. | REMARK
BRU_CH1 01-Jul-2016 23:4.. D363_DCS101.FT120040.B4... 3 BAD 0 UMACE_ALM
BRU_CH1 01-Jul-2016 23:4.. D363_DCS101FT120040B4.., 3 BAD 0 UMACK_ALM
BRU_CH1 01-Jul-2016 23:4.. D363_DCS101.FT120040B4... 3 BAD 0 UMACK_ALM
BRU_CH1 01-Jul-2016 23:4.. D363_DCS101.FT120040.B4... 3 BAD u UNACK_ALM
BRU_CH1 01-Jul-2016 23:2.. D363_DCS101.FT120040.B4.., 3 BAD 0 UNACK_&LM
BRU_CH1 01-Jul-2016 23:2.. D363_DCS101.FT120040.B4... 3 BAD 0 UNACK_ALM
BRU CH1 01-Jul-2016 23:1.. D363 DCS101.FT120040.B4... 3 BAD 0 UMACK ALK -

Analysis Summary : Total unique alarms : 12 . 554 alarm instances representing 75.07% of 738 total instances.

Priority Distribution

The Priority Distribution analysis identifies the number of alarms by priority.it will also display tagname,
msgtype, Alarm type, channel name wise no of alarms for each of the configured priority etc. it will display
hourly and monthly no of alarms with respect to the selected eventstamp for priority. This report will also
display count in % also.

Navigation: Report Menu -> Alarm system Performance -> Priority Distribution

To analyze Priority Distribution Report: Follow Steps as mention below to do Analysis with Priority Distribution
Report

1) Go to Reports Menu and select Alarm System Performance, in that select Priority Distribution and
click on it.
2) In Field box, select any of the field .you can do analysis with below listed fields
o  Msgtype
e Alarm type
e  Priority
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e Tagnhame
e Channel name
e Eventstamp

3) Enable Display count will display no of alarms in number format otherwise by default it will display
countin %.

4) Click on Refresh button in operation toolbar.

Systermn | Tools Reports | Help
" Filter | Select O.ulckSet m Refresh . Clear Filter EExcel EHtmI mPDF @ S .Mall EPnnt .Exlt
%SelectDate [o11ut2016 00:0m00 v | T [02ul-2016 Do:0o0n v | quency  |SelectFrequency v | [10 [2] [shifta v Records: 3

Priority Distribution Frequent Alarms Report % Duplicate &larm Report % Alarm Report x v
© Field : v [ pisplay Count

Alarm Priority Distribution(%s)

AlarmType
W BAD

B HHaBES
I HIABS
1533 B HIDEY
} R 0 o 0 o : 0 o o [EEN o o o 98

N 2 5 W LOABS
LODEY
Pricrity B STATE

=L O LI
[=TLT=TT 11 pta ]

FRICRITY BAD HHABS | HIABS | HIDEY  LOABS | LODEW | 3TATE

Containst 7 Equalst 7 Equalst 7 Equalst 7 Equalst 7 Equalst 7 Equalst 7 Equalst 7

1 0 081 ] ] 0 0 0

2 0 0 15.00 0 6.5 0 0
3 2832 0 208 6.1 078 325 447

2.24 | BRU_xforce |.-'-.|:.ur-._.-1\r-1 |F'fil:l|'it'! ased Chart generated successfully.

55N InfoTech Solutions Pyt Ltd. |RERERN

Stale Alarm

The Stale Alarm analysis displays entities that have been in an alarm state for an extended period of time (e.g.,
longer than a shift) without returning to the normal state. The stale alarm configuration defines the period of
time that an entity has to be in an alarm state to qualify as stale.

The Stale tab provides a mechanism to define the length of time that an alarm must have remained in an alarm
state in order to be considered stale.
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In this Report, for particular Tagname & Alarmtype, we consider 1st occurrence of ALM time and then find out
the return time for the same tag name and alarm type and if alarm to return time is exceed to specified limit
(default is 8) then we consider Stale alarm.

Navigation: Report Menu -> Alarm system Performance -> Stale alarm

To analyze Priority Distribution Report: Follow Steps as mention below to do Analysis with Stale Alarm Report

1) Go to Reports Menu and select Alarm System Performance, in that select Stale Alarm and click on
it.

2) In Duration box, enter the no of hours for stale alarm.
3) Click on Refresh button from Operation Toolbar.

Systern | Toals | PReports | Help
‘_r" Filter | Select QuickSet ERefresh . Clear Filter Excel EHtmI MPDF @ 5y El\ﬂall EPrlnt .Exﬂ:
SE\EEt Date | 01-Jul-2016 00:00:00  w | To | 02-Jul-2016 00:00:00 W SOUENC Select Frequency w10 % [shifta “ PRecords: 71 |:|Expc|rt Details
Priarity Distribution % Frequent Alarms Report % Duplicate &larm Report % Alarm Report x v
Duration : & = hris)

Stale alarms (8 Hour(s) Period)

35
30
=)
G
15 Count
'Ig m
U T T T 1
OB optv faltal OrES wnES oo RS “\09’ onEY
P Bro 902020-3“0 =t LOpES LOPBEY o7 b L OnE 5 Lo \g,\_of-\e‘e'" ey Y Lo
L 5 ost SRy L ﬁmg\% St T a0 g o FEY 029\00
Bkt P 0?63."3 R 0363.00 3853 0o ?agNW3A‘1%lmType Py a3, P
TAGNAME T ALARMTYPE v ACCUMULATION v | ALARMCOUNT + | PRICRITY v | BELOCKDESCRIPTIOM r i
Contains: T Contains T Contains: T Equals: T Containst 7 Contains: T
» () |D363_DCS101.FT120040.BAD.0 BAD 10221205 3 3 IP STEAK HDR FLOWY
() D363_DCSI01.PI002020.BAD.0 BaAD 8.15:01:20 14 3 POOTA/E  DISCH PRESS
() D363_DCS103.TIO0Z003.LOABS LO&ABS Th139 b 3 SA/B TS0/ S0LTO CoM
() D363_MUXA03.TI006026 LOABS LOARS 6.21:27:23 9 3 50024 REELR O/L TEMP
() D3IEI_DCSI01.LI00007 HIABS HIABS A18:13:00 6 2 C001 EDC RICH S0L SURMP...
() D363_DCS103.FICO06034.LODEY LODEY 3210822 4 3 P14/ EDC REBOIL FEED T..
() D363_DCS103.FICO06033.LODEY LODEY 22hdmn 3 3 S0L FR POT1ASE TO 50024, -

Analysis Summary : Total stale alarms: 71, 79.78% of 89 total alarms

2.24 | BRU_xforce |.-*.|:.ur-._-1|r-1 |:5ta|e Alarms report generated successfully. 55M InfoTech Solutions Py, Ltd.

Detail Description of Analysis:

Tagname This are the Parameters of alarm Events for stale alarm

Alarmtype

Accumulation Accumulation represent total time duration from Alarm event time to Alarm Return
event time
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Alarm count Sum of all alarm event which has more than 8 hours duration between its alarms
events and return event occurrence.

Priority This are the Parameters of alarm Events for stale alarm

BlockDescription

Stale Alarm analysis also display details with below in child data:

TAGMAME ALARMTYPE ACCURMULATION ALARMCOUNT PRIORITY BLOCKDESCRIPTION
Caontains: Contains Contains: Equals: Contains: Contains:
(%) |D363_DCS101LI02G0M5. LOARS  |LOABS 1153046 2 3 5011 PROCESS VAP GEM LEWEL
TAGNAME ALARMT.. | EVENTSTAMP  RTMEWENTST.. CHANMELM.. MEWAA.. EMGUMIL. | ALARMSE. |REM.. P |BLOCKDESCRIPTI..
D363_DCS101.LI025045... LOARS 24 Jul 2016 08:14:28 24 Jul 2016 23:... BRU_CH1 58.30 MEAS, Uni.. UMACK_ALM 3 5011 PROCESS WAP...
D363_DCS101.L1025045.... LOARS 25 Jul 2016 01:08:59 26 Jul 2016 0., BRU_CH1 58.30 MEAS, Uni., UMACK_ALM 3 5011 PROCESS WAP.
(®) D363_DCS103.TICOMOI5 LOARS  LOABS 203842 2 2 CO01 BOT TEMP TEMP
() DIG_MUKA0E TIOMITSLOARS  LOABS 0.8:30:25 1 3 SOL FRCOM TO POT1 A/B

Analysis Summary : Total stale alarms: 6, 22.22% of 27 total alarms

Tagname This are the Parameters of alarm Events for which stale Alarm
Alarmtype

Eventstamp Time of alarm event of particular tag

RTNEventstamp Time of return event of particular tag

ChannelName, This are the Parameters of alarm Events for which stale Alarm
Newvalue,ENGUNITS,

remarks,

BlockDescription

Note: The Honeywell DCS may not capture all RETURN-TO-NORMAL events and the Stale Alarm analysis is
therefore not 100 percent accurate. This analysis is good for identifying long duration alarms even if the exact
count or duration is slightly off.

Time in Alarm

The Time in Alarm analysis documents the length of time an entity spends in an alarm state before returning to
its normal state. This analysis is not the same as the Time to Acknowledge analysis because an alarm event
may return to its normal state without the operator's acknowledgement.

In this Report, it displays total ALM & RTN Alarms Paring details for particular TAGNAME & ALARMTYPE.
Navigation: Report Menu -> Alarm system Performance -> Time in Alarm
To analyze Time in Alarm Report: Follow Steps as mention below to do Analysis with Time in Alarm Report

1) Go to Reports Menu and select Alarm System Performance, in that select Time in Alarm and click
on it.
]
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2) Click on Refresh button from Operation Toolbar.

The analysis results include a list of entities, and for each entity, the associated alarm parameter, accumulated
time in alarm, number of alarm events, average time in alarm per alarm event, and the entity point
description. The analysis also displays the total number of alarm events and the total number of unique alarm
events.

Time in alarm Report just represent Alarm to Return Data.

Systern | Tools | Reports | Help
?"' Filter | $elect QuickSet m Refresh . Clear Filter Excel EHtmI mPDF @ C5 El\ﬂall .Prlnt .Exlt
.Se\ect Date | 24-Jul-2016 0400:00 % | To | 25-lul-2016 04:00:00 % quenc Select Frequency % (10 3 Shift A % PRecaords: 26 |:|Expnrt Details

Time In Alarm Report Alarm Report % M

Time In Alarm

140
120
100

Count
@
[=]

B0, Count
40, m
20

o c
g L0 AR DBRR LOmEY agy.mas

RES
ppG L RES Bo M 15 B e HRS
L,D(’:‘ Tmo@m ux [ﬂ‘[ 02008 w(mﬂoom U}O(dtﬂ'[ 020“ Lc'ocsw* u gga UEFCUUFJ%DQ Lgsmw oneats
53,

J--EE
- umt& m:T Uan*ﬂ e T o uza
Ak

u}(d
TagName AIarmType

TAGNAME T | ALARMTYPE v ACCURMULATION v | ALARMCOUNT v | AVERAGE v PEAK v MEDIAN v PRIORITY + BLOCKD‘

Contains: T Contains: T Contains: T Equals: T Containgt 7 Containsgt 7 Containgt 7 Containst 7 Contains: I
» () |D263_DCS101.LI012023 BAD.O BAD 19.5:06:17 128 03:36:08 235202 0.0:00:42 3 C003 SRC REBC
() DIEI_MUXA0Z.TIOMMBLOABS  LOABS 1.5:10:39 ] 00:25:44 101318 0.0:12:03 3 001 A/B S50
() D3I63_MUXA03.TIO0E028L0ABS  LOABS 1162455 6l 00:32:06 121930 0.0:171:44 3 50028 REELR O
() D363_MUXA0.TIO0E0ZELOABS  LOABS 2121849 54 01:07:00 17:33:05 0.0:14:00 3 50024 REELR O
() DI6I_MUXA02.TIO0Z008LOABS  LOARS 5171313 A1 03:20:48 23:04:52 0.0:04:19 3 SMASEOAF
() DI6I_MUXA02.TION020LOABS  LOABS EARH AN 39 021704 20:02:.49 0.0:0743 3 EDC OWHD TEM

() D3I63_MUXA02.TIO02011.LOABS  LOABS 432756 37 02:41:17 235655 0.0:0%58 3 S001B 5/5 0701
-+ | 4

Average: 94.3 hours, Median: 13.49 hours, Peak: 314.47 hours.

Detail Description of Analysis:

Tagname This are the Parameters of alarm Events for stale alarm

Alarmtype

Accumulation Accumulation represent total time duration from Alarm event time to Alarm Return
event time

Alarm count Sum of all alarm to return event occurrence

Average Average of total time duration for alarm to return event for particular tag.

Peak Highest value of time difference for alarm to return event for particular tag.

Median Median of total time duration for alarm to return event.

. _________________________________________________________________________________________________|
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Priority This are the Parameters of alarm Events for stale alarm
BlockDescription

Time in Alarm also display detailed analysis of alarm events Alarm time and return event time for the specific

TAGMNAME ALARMTYPE ACCUMULATION ALARMCOUNT AWERAGE PEAK FMEDILAN PRIORITY BELOCKDESCRIFTION
Contains: Contains: Contains: Equals: Contains: Contains: Contains: Contains: Contains:
(%) D363_DCS101.... HIABS 0.0:39:39 19 00:02:05 00:05:38 0.0:01:37 2 C001 EDC RICH SOL SUM..
EWVENTITAMP RTHEVENTSTAMP

2016-08-05 06:07:54 2016-08-05 06:13:32

2016-08-05 0&:17:12 2016-08-05 06:20:04

2016-08-05 0&:21:06 2016-08-05 062121

2016-08-05 0&:22:58 2016-08-05 06:27:38

2016-08-05 0&:34:43 2016-08-05 06:35:53

tag as mention below :

Time in Alarm Analysis also provide summary of the report as display in below image.
Average: 51.74 hours, Median: 8.48 hours, Peak: 58.31 hours,

In above Summary line

Average: 51.74 hours is the average time duration in hour from Alarm to return event occurrence for any tag.
Median: 8.48 hours is the median value in hours.

Peak: 58.31 hours is the highest value of Alarm to return event time duration.

Note: if ALM event is not occur during the Report generation time Duration than Report start time is consider
as Alarm Event occurrence time. Same as RTN Event is not occur during the report generation duration , report
End time will be consider as Return event time and other calculation are done as per the duration.

Time to Ack

The Time to Acknowledge analysis indicates the average operator response time to alarm events. This analysis
is not the same as the Time in Alarm analysis because an alarm event may return to its normal state without
the operator's acknowledgement.

In this Report, it displays total ALM & ACK Alarms Paring details for particular TAGNAME & ALARMTYPE.
Navigation: Report Menu -> Alarm system Performance -> Time to ACK
To analyze Time to Ack Report: Follow Steps as mention below to do Analysis with Time to Ack Report

1) Go to Reports Menu and select Alarm System Performance, in that select Time to Ack and click on
it.

2) Click on Refresh button from Operation Toolbar.
I ——
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The analysis results include a list of entities, and for each entity, the associated alarm parameter, accumulated
time to acknowledge, number of alarm events, average time to acknowledge per alarm event. The analysis also
displays the total number of alarm events and the total number of unique alarm events.

Time to Ack Report just describes all Alarm to Acknowledge Data with all alarm parameters in given time
Duration.

spmem | | mepors | Help
v [CHEEE o (B . B & 0 o B o = e I Y
[)sdacxomte [05-2u5-2018000000 v | o 0E-Aug-2018000000 v Select Frecuency v $ shta ~ mecords: 31 || Export Detuils

Time To Acknowledged Report Time In Alarm Report % Alarm Report %

Time To Acknowledge

N s
me‘"&w N Mm’ﬁ u w@m’m ot mee.w““s Ma&ﬂ"&ww Mwm“\nyw vé-ﬁ-"y)yms 1@’”5&”5 s wa"u‘\p’a
=™ ottt s ! et P o st s
5 s o o e o T 5 o e
TAGNAME  [T] ALARMTYPE T ACCUMULATION v ALARMCOUNT | AVERAGE 7| MEDIAN r|  PEAK T  PRIORITY T BLOCKDESCRIPTION
Cantains; T Containg T Containg: T Equals T Confainsi T Contawns T Contains: T Containsi T Confainst

» ©|0360CH0LI00THIRS  HIAES 3t 19 650139 oites  isees 2 O EDC RICH S0L SUMP LEVEL
() D363 MUXAD THZ0097.L0ABS  LOABS TATEST 19 094435 DAROHSE  7EAESS 3 P STEAM HEADER TEMP
© D363 MUAIZTION0OLODS  LOABS 043036 1000393 oooedt  oezsa 9 EDC OVHD TEWD
© DI MMSILVIDUSISHABS  HIABS T 9 073643 o1aoss  vmsEm 2 I OF MomE
@) DS MMSADI VIDOTSORHABS  HIABS fErey 7005716 [T A002 FOC FAN VIBRATION
© D363 DCSIFICOOSOILHDEY  HIDEV a7 7o opoom  msms 3 POORA/E DISCHARSE SPILLEACK FLOW
() D383 DCSILAICOANILORES  LOAES vz 200203 ootote maon: 2 PROCESSWATER T0 A0C2 0/
© D16 DCSIONTINGNITLOAES  LOARS 1ame 2 M543 oiser B 3 A302 0/L 0 SO0 75 1L TEMP
© DI6I_DCSIRTICOMBNZLOABT  LOABS aom:s7 3 000039 000036 00:0:04 2 ADD1 O/L TO FLTR FOO3 1AL TEMP
® D363 DCSIONTIONIOMLOARS  LOABS 0006:28 3 00:02:09 oc0n16 00:04:53 k] SOLFRA001 O/L TEMP TO FOO3
© D363 DCSI0NLIOMA0S HILES  HIABS Q180847 3 060255 0.0:0031 BOTE0 2 COD EDC REBOILER. SUMP LEVEL
© D361 DCSIITIIONHIAES  HIAES asan0r 3 0002 00000  omesn 3 SABT/SONL SOLTO Co
(@ D363 MUXADITIONN0ELOABS  LOABS Qassa 3 013114 000031 mszs 3 SO0B REBLR /L TEMP
© D363 MUGIZTIOMDIELOAES  LOAES 80020 000010 oo aeget0 3 5001 A/B $/5 O/ FEED TEMP

Average: 89225 minutes, Median:569.35 minutes, Peak: 14760.4 minutes,

|sforce [aomin |Teme " ‘550 InfoTech Solutions Pt Ltd.

Note: This analysis is not available for all systems. This report is only available for the DCS which will provide
Acknowledgement Data.

Alarm System Settings

Alarms set by Priority

The Alarms Set by Priority analysis is a breakdown of the number of configured alarms grouped by alarm
priorities as defined by the control system manufacturer.

The results of this analysis can be used to determine whether the control system priority settings are within
EEMUA 191 metrics, which is beneficial for providing a snapshot of the alarm system settings. It can also be
used to help determine the effectiveness of the alarm prioritization scheme.

Navigation: Report Menu -> Alarm system Settings -> Alarms Set by Priority

. _________________________________________________________________________________________________|
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Systemn | Tools | Reports | Help

[ALE CFP Area m Refresh Clear Filter Excel E Html PDF @ csv DMail Eprint Exit
Alarms Set By Priority Blarm Report x v

Alarm Set By Priority

6000+

5000

4000

Count

3000
Count
2000

1000

o4

Priority

PRIORITY v COUNT v | 9% PERCENTAGE v

Contains: 7 Equals: T Equals: T
>l 3435 29.36

2 427 3.65

3 5160 4411

4 2619 2239

5 58 0.50

ANALYSIS SUMMARY : TOTAL : 11699

SIMNXAIMSZREF2 | xforce |ADMIN | larm Set by Priority Report generated fully, S5M InfoTech Solutions Pvt. Ltd. |BEREETES

To analyze Alarm Set by Priority Report: Follow Steps as mention below to do Analysis with Time to Ack Report

1) Go to Reports Menu and select Alarm System Settings, in that select Alarms Set by Priority and
click on it.

2) Click on Refresh button from Operation Toolbar.

Alarms set by Type

The Alarms Set by Type analysis is a breakdown of the number of configured alarms grouped by the specific
alarm types as defined by the control system manufacturer.

The results of this analysis can help you gain insight as to the current configuration of the control system,
which is useful for showing the following:

e Non-standard alarm types
e Alarms that are configured outside of "best practices" (such as the use of Off Normal rather than
Change of State)
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e Alarm that may be configured outside the guidelines defined within the alarm philosophy (such as
High High and Low Low)

Navigation: Report Menu -> Alarm system Settings -> Alarms Set by Type

@ x-Force Alarm Analysis

Systemn | Tools | Reports | Help
Filter | v E Refresh ﬂ Clear Filter Excel E Htrnl PDF @ csv DMail Eprint (5] xit
Alarm Set By Type Alarm Report X v

Alarm Set By Type

6000+

5000

4000

Count

3000
Count
2000
10004

o4

STRTE wpes orr? pes LOPES

AlarmType

ALARMTYPE v COUNT v % PERCENTAGE v -

Contains: T Equals: 7 Equals: T
 |STATE 5294 45.25
HIABS I 2427 ] 2075
I0BAD 1250 10.68
HHABS 1065 9.10
LOABS 859 7.34
LLABS 402 3.44
STATEZ 69 0.59
STATE4 58 050
STATE3 2 0.36
STATEL 2 0.36
HIOUT 38 0.32
STATET 34 0.29

ANALYSIS SUMMARY : TOTAL : 11699

SIMNXAIMSZREF2 |.-fun:e I‘A-'\[/MH\I | No Quickset with name Found in database. S5M InfoTech Solutions Pvt. Ltd. BESESEEE

To analyze Alarms Set By Type Report: Follow Steps as mention below to do Analysis with Alarms Set by Type

1) Goto Reports Menu and select Alarm System Settings, in that select Alarms Set by Type Report
and click on it.

2) Click on Refresh button from Operation Toolbar.

Alarms Tag by Type

The Tags by Type analysis is a breakdown of the configured tags grouped by specific tag types as defined by the
control system manufacturer.

This analysis shows the breakdown of the number of tag types configured in the control system, which can be
used to document items such as count of tags connected to field instrumentation.

Navigation: Report Menu -> Alarm system Settings -> Alarms Tag by Type
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Systemn | Tools | Reports | Help

Filter ZCFP Area ERefresh Clear Filter Excel E Htrnl PDF @ csv DMail Eprint (E] Exit
Alarms By BlockType Alarm Report  x M

Tag By BlockType

6000+

5000

4000

Count

3000
Count
2000

1000

0 PR et

BlockName

BLOCKNAME v | COUNT v | % PERCENTAGE T

Contains: T Equals: 7 Equals: \f
»|CIN 5311 45.40

AIN 5212 4455

A0 21 3.65

PIDA 409 3.50

BLMNALM 336 287

IND 4 0.03

ANALYSIS SUMMARY : TOTAL : 11699

farce | ADMIN |.u\larrr4:: By Block TypeR rt generated cessfully. S5M InfoTech Solutions Pvt. Ltd. BESESEEE

To analyze Alarms Tag by Type Report: Follow Steps as mention below to do Analysis with Alarms Tag by Type

1) Go to Reports Menu and select Alarm System Settings, in that select Alarms Tag by Type Report
and click on it.

2) Click on Refresh button from Operation Toolbar.

Tags with Alarms

The Tags with Alarms analysis is a breakdown of the number of tags with configured alarms versus the number
of tags that could have configured alarms within the control system.

The results of this analysis can be used to define over usage of an alarm system. Over-alarming can have a

negative effect on the alarm system performance by overwhelming the operator and causing increased traffic
on the control system network.

Navigation: Report Menu -> Alarm system Settings -> Tags with Alarms
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@ x-Force Alarm Analysis

Systemn | Tools | Reports | Help

Filter ZCFP Area v m Refresh Clear Filter Excel E Html mPDF @ csv EMail EPrint Exit
Tags With Alarms Alarm Report X

Tags With Alarms
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Count
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DESCRIPTION v | COUNT v

Contains: T Equals: T

» [TOTAL ALARMABLE TAGS| 14550

TAGS WITH ALARMS 9475

ANALYSIS SUMMARY : TOTAL : 9475 , 65.12 % OF 14550

| 5M InfoTech Solutions Pvt. Ltd, BERZEILEE

To analyze Tags with Alarms Report: Follow Steps as mention below to do Analysis with Tags with Alarms

1) Go to Reports Menu and select Alarm System Settings, in that select Tags with Alarms Report and click
on it.

2) Click on Refresh button from Operation Toolbar.

Process changes Reports

Alarm Priority Changes

The Alarm Priorities analysis summarizes changes made to the process value placed on alarm events. The
analysis results include a list of entities, and for each entity, the alarm priority that changed, the number of
times the priority changed, and the entity point description. The analysis also displays the total number of

priority changes and the total number of unique entities with priority changes. From-value/to-value
information is also available.

Navigation: Report Menu -> Process Changes -> Alarm Priority Changes
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To analyze Alarm Priority changes Report: Follow Steps as mention below to do Analysis with Alarm Priority
Changes

1) Go to Reports Menu and select Process Changes, in that select Alarm Priority Changes Report and click
on it.

2) Click on Refresh button from Operation Toolbar.

Alarm Trip Points

The Alarm Trip Points analysis displays changes made to the value of analog trip point settings.

The analysis results include a list of entities, and for each entity, the alarm trip point that changed, the number
of times the trip-point changed, and the entity point description. The analysis also displays the total number of
trip point changes and the total number of unique entities with trip point changes. From-value/to-value
information is also available.

Navigation: Report Menu -> Process Changes -> Alarm Trip Points
To analyze Alarm Priority changes Report: Follow Steps as mention below to do Analysis with Alarm Trip Points

1) Go to Reports Menu and select Process Changes, in that select Alarm Trip Points Report and click on it.
2) Click on Refresh button from Operation Toolbar.

Changes per Time Period

The Changes per Time Period analysis indicates the number of process changes during a predefined time
period.

Navigation: Report Menu -> Process Changes -> Changes per Time Period
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@ x-Force Alarm Analysis

Systemn | Tools | Reports | Help

vJE Refresh ﬂ Clear Filter Excel E Html PDF @ csv DMail Eprint (51 xit

Filter | ZCFP_Event

[] Select Date |11-0ct-2016 04:00:00 ¥| To |12-Oct-2016 04:00:00 v | v Records: 24 || Export Details

Changes Per Time Period Report Alarm Trip Points Repart X Alarm Priority Changes Report X AlarmEnable States Report X Alarm Report X v

Duration {In Minute) fsn )

Select Frequency v 10 |+ [ShiftA

Changes Per Time Period

Total
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Period T Total v SP v |MODE v AD T DO v OTHERS v m
Equals: T Equals: T Equals: T Equals 7 Equals: v Equals: ¥ Equals T
(9 |11-Oct-2016 04:00:00 7 § 32 135 0 24
CHANNELNAME EVENTSTAMP TAGNAME Parameter sOldValue Newd/alue ChangeText MsgType

ZCFP_CH1 11-Oct-2016 04:59:05 Z358_FTR310L:HSFO1F N Set Set Set to Set CHNG
ZCFP_CH1 11-Oct-2016 04:59:05 Z358_FTR310LHSFO1E N Set Reset Set to Reset: CHNG
ZCFP_CH1 11-Oct-2016 04:59:05 Z358_FTR310L:HSFO1F N Set Reset Set to Reset: CHNG
ZCFP_CH1 11-Oct-2016 04:59:05 Z358_FTR310L:HSFO1E IN Set Set Setto Set CHNG
ZCFP_CH1 11-Oct-2016 04:59:04 Z358_FTR310L:HSFO1C N Reset Reset Resetto Reset CHNG
ZCFP_CH1 11-Oct-2016 04:59:04 Z358_FTR310L:HSFO1D N Reset Set Resetto Set CHNG
ZCFP_CH1 11-Oct-2016 04:59:04 Z358_FTR310L:HSFO1C N Reset Set Resetto Set CHNG
ZCFP_CH1 11-Oct-2016 04:59:04 Z358_FTR310L:HSF01D N Reset Reset Resetto Reset CHNG
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To analyze Changes per Time Period Report: Follow Steps as mention below to do Analysis with Changes per

Time Period Report

1) Go to Reports Menu and select Process Changes, in that select Changes per Time Period and click on

it.

2) From the Time boxes, select the increment value and corresponding time unit (e.g., 1 Hour, 30

minutes, etc.
3) Click on Refresh button from Operation Toolbar.

When running the Changes per Time Period analysis, the percent of the time that the threshold limit was

exceeded is displayed at the bottom of the analysis. For example, if the threshold limit is 10, the time

increment is 1 Hour, and the analysis is run for 1 Day, the Changes per Time Period analysis will display what

percent of the 24 periods analyzed had more than ten changes within one hour.

Controller Modes Changes

The Controller Modes analysis indicates the amount of time that entities with journal mode changes spend in
the journal mode(s).
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The analysis results include a list of entities, and for each entity, its normal mode, number of mode changes,
accumulated time in normal mode, percentages of time in the various modes (normal, manual and others),
and the entity point description. The analysis also displays the total number of mode changes and the total
number of unique entities with mode changes. From-value/to-value information is also available.

Navigation: Report Menu -> Process Changes -> Controller Mode Changes

@ X-Force Alarm Analysis
¥

System | Tools | Reports | Help
Filter | ZCFP_Event v \E Refresh ﬂ Clear Filter EExcel E Html PDF @ csv DMaiI ﬂprint (B Exit
[V]select Date |10-Oct-2016 04:00:00 ¥ | To |11-0ct-2016 04:00:00 v r SelectFrequency v (10 5 IshiftA v Records: 50 [_] Export Details

Controller Modes Changes Report Changes Per Time Period Report X Alarm Trip Points Report X Alarm Priority Changes Report X AlarmEnable States Report X Alarm Report  x v

Controller Mode Changes

904
804
70
= 60
3 504
© 4] COUNT
30 L
204
104
04
s = 0T i o1 reCE® 1g5P B PCiE Szwmcﬁ wﬁ_ﬂmﬁa
o 26199 2689 25555 2659 2659 58 95 2585 ah 5
TagName
TAGNAME v COUNT v | %MAN v | %OTHERES v CHANGETEXT v m
Contains: T Equals: 7 Equalss 7 Equals: 7 Contains: T I
@ Iw‘ 84 16.54 83.46 Manual to Auto
CHANNELNAME EVENTSTAMP TAGNAME Parameter sOldValue NewValue ChangeText MsgType
ZCFP_CH1 11-Oct-2016 03:48:37 Z353_DCS0119:L1C280 MA Manual Auto Manual to Auto CHNG
ZCFP_CH1 11-Oct-2016 03:48:36 Z353_DCS0119:L1C280 MA Auto Manual Auto to Manual CHNG
ZCFP_CH1 11-Oct-2016 03:40:27 Z353_DCS0119:L1C280 MA Manual Auto Manual to Auto CHNG
ZCFP_CH1 11-Oct-2016 03:40:26 Z7353_DCS0119:L1C280 M, Auto Manual Auto to Manual CHNG
ZCFP_CH1 11-Oct-2016 01:51:53 Z7353_DCS0119:L1C280 M Auto Manual Auto to Manual CHNG
ZCFP_CHL 11-Oct-2016 01:51:53 Z353_DCS0119:L1C280 M, Manual Auto Manual to Auto CHNG
ZCFP_CH1 11-Oct-2016 01:46:58 Z353_DCS0119:LIC280 M Manual Auto Manual to Auto CHNG
ZCFP_CH1 11-Oct-2016 01:46:57 Z353_DCS0119:LIC280 M Auto Manual Auto to Manual CHNG
ZCFP_CH1 11-Oct-2016 01:45:03 Z353_DCS0119:LIC280 MA Manual Auto Manual to Auto CHNG

Analysis Summary : Total 508 Changes.

STREF2 [xforce |ADMIN | controller Mode Changes Repart generated successfully | 55M InfoTech Solutions Pyt Ltd. EEREITEE

To analyze Controller Modes Changes Report: Follow Steps as mention below to do Analysis with Controller
Mode Changes Report

1) Go to Reports Menu and select Process Changes, in that select Controller Mode Changes and click on
it.
2) Click on Refresh button from Operation Toolbar.

Controller set points Changes

Set point variability can have a significant impact on the desirable alarm trip-point settings for a specific entity.
In cases where a set point varies across a wide range, it can be difficult to properly set the alarm trip points.
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The Controller Set points analysis reveals these variability’s, providing information valuable for evaluating
current alarm trip point effectiveness, as well as developing more effective trip point settings as necessary.

The analysis results include a list of entities, and for each entity, the set point minimum, maximum and span,
number of set point changes, and the entity point description. The analysis also displays the total number of
set point changes and the total number of unique entities with set point changes. From-value/to-value
information is also available.

Navigation: Report Menu -> Process Changes -> Controller Set Points

@ X-Force Alarm Analysis
¥

Systen | Tools | Reports | Help

Filter ‘ZETP&UTV_Event v ‘E Refresh ﬂ Clear Filter EExcel E Htrnl PDF @ Csv DMaiI ﬂprint % Exit

[V]select Date |19-4pr-201611:37:14 ¥ To |20-Apr-2016 11:37:14 v r SelectFrequency v | |10 |5 |shiftA v Records:12 [ ] Export Details
Controller Modes Changes Repart X Changes Per Time Period Report X Alarm Trip Points Report X Alarm Priority Changes Report X AlarmEnable States Report X AlarmRe ¥

Controller Set Points

50
404
= 30
8 COUNT
204 B
104
[
Cl a8 nsT 587 s ¥t B e =
Dcszzf\d’m cszzF\C“m Dcsm—-“"‘g Dcsm-&'\o‘g Dcsm%'f‘cw Dcsz«'f‘c"m cs%;\cmﬁ Dcszzﬂc"m . PR @«9&0‘7‘”
Wz Wz ozt TRt 2681 WzTPs WTFs WP oz ca
TagName, Parameter
TAGNAME 7 PARAMETER v | COUNT v MIN v MAX 7 SPAN v CHANGETEXT v m
Contains: 7 Contains: T Equals: 7 Equals: 7 Equalst T Equals: T Contains: X
() UUZT35_DCS23:FICO08 SPT 44 240.73 350,00 109.27 350,00 to 340.73
(® UUZ735_DCS22:FIC004 SPT 28 150.00 360.00 210,00 362,00 to 332.00
» (9|UUZ752_DCSI6:TIC438A | SPT 18 52,50 90.00 37.50  90.00 to 82.50
CHANNELNAME EVENTSTAMP TAGNAME Parameter sOldValue New/alue ChangeText MsgType
ZUTY69_CHS 19-Apr-2016 18:01:57 UUZ752_DCS16:TIC4984 SPT 52,50 60.00 52.50 to 60.00 CHNG
ZUTY69_CHS 19-Apr-2016 18:01:55 UUZ752_DCS16:TIC498A SPT 67.50 60.00 67.50 to 60.00 CHNG
ZUTY69_CHS 19-Apr-2016 18:01:55 UUZ752_DCS16:TIC4984 SPT 60.00 52.50 60.00 to 52.50 CHNG
ZUTY69_CHS 19-Apr-2016 18:01:53 UUZ752_DCS16:TIC4984 SPT 75.00 67.50 75.00 to 67.50 CHNG
ZUTY69_CHS 19-Apr-2016 18:01:52 UUZ752_DCS16:TIC4984, SPT 82,50 75.00 82.50 to 75.00 CHNG
ZUTY69_CHS 19-Apr-2016 18:01:51 UUZ752_DCS16:TIC4984, SPT 90.00 82,50 90.00 to 82.50 CHNG
ZUTY69_CHS 19-Apr-2016 18:01:35 UUZ752_DCS16:TIC4984, SPT 82.50 90,00 82,50 to 90.00 CHNG

Analysis Summary : Total 145 Changes.

MIN | Controller et Points Report generated su . | 55M InfoTech Solutions Put. Ltd. FIESREEIIS

To analyze Controller Set Points Changes Report: Follow Steps as mention below to do Analysis with Controller
Set Point Changes Report

1) Goto Reports Menu and select Process Changes, in that select Controller set point Changes and click
on it.
2) Click on Refresh button from Operation Toolbar.

Frequent Changes
]
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The Frequent Changes analysis displays all changes made by the operator sorted by the most frequent.

Navigation: Report Menu -> Process Changes -> Frequent Changes

@ X-Force Alarm Analysis x
Systemn | Tools | Reports | Help

Filter |ZCFP_Event v Y refresh [P clearriter [ excet [ vemi [T por ) csv [ it [ prine B8] xt

SelectDate 11-Oct-2016 04:00:00 V| To |12-Oct-2016 04;00;007 Frequenc Select Frequency v 10 5 ShiftA v Records: 235 DExpartDetails

Frequent Changes Report Alarm Report X .

Frequent Changes
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ks TagName, Parameter
TAGNAME T PARAMETER v COUNT v | PERCENT v | %ACCUMULATION v TYPE v CHANGETEXT v i
Contains: T Contains: T Equals: T Equals: T Equals: T Contains: 7 Contains: T
(® Z353_DCS0119:LIC280 MA, 198 14.02 14.02 MODE Manual to Auto
() Z353_DCS0119:LIC280 SPT 90 6.37 204 SETPOINT  51.85 to 50.85

» (9 |Z354_DCS0922:LIC294 ouT 80 5.67 26,06 AO 9.9248 to 8.9248
CHANNELNAME EVENTSTAMP TAGNAME Parameter sOldValue NewValue ChangeText MsgType

ZCFP_CH1 11-Oct-2016 18:55:35 7354 DCS0922:LIC294 ouT 0.0000 0.0000 0.0000 to 0.0000 CHNG
ZCFP_CH1 11-Oct-2016 18:55:34 7354 DCS0922:LIC294 ouT 10.00 5.0000 10.00 to 5.0000 CHNG
ZCFP_CH1 11-Oct-2016 18:55:34 7354 DCS0922:LIC294 ouT 5.0000 0.0000 5.0000 to 0.0000 CHNG
ZCFP_CH1 11-Oct-2016 18:55:33 Z354_DCS0922:LIC294 out 15.00 10.00 15.00 to 10.00 CHNG
ZCFP_CH1 11-Oct-2016 18:53:49 Z354_DCS0922:LIC294 out 10.00 15.00 10.00 to 15.00 CHNG
ZCFP_CH1 11-Oct-2016 18:53:47 7354 DCS0922:LIC294 out 5.0000 10.00 5.0000 to 10.00 CHNG
ZCFP_CH1 11-Oct-2016 18:53:46 7354 DCS0922:LIC294 ouT 0.0000 5.0000 0.0000 to 5.0000 CHNG
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To analyze Frequent Changes Report: Follow Steps as mention below to do Analysis with Frequent Changes
Report

1) Go to Reports Menu and select Process Changes, in that select Frequent Changes and click on it.
2) Click on Refresh button from Operation Toolbar.

Others Changes

The aothers analysis discovers all process changes that are not captured by any of the specific analyses
described previously. This catch-all analysis enables the convenient evaluation of miscellaneous changes.

Navigation: Report Menu -> Process Changes -> Others Changes
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@ X-Force Alarm Analysis x
Systemn | Tools | Reports | Help

B riter [zemaurvgvent v |[0) mefresh [P clearriter [ excel [ vt [T por ) csv [ it [ prine B8] ext

SelectDate 10-Oct-2016 00:00:00 V| To |11-Oct-2016 00;00;007 Frequenc Select Frequency v 10 5 ShiftA v Records: 274 DExpartDetails

Other Process Changes Report Alarm Report X il

Other Process Changes
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- TagName,Parameter ! \)\3193 el
TAGNAME T PARAMETER v COUNT v CHANGETEXT v i
Contains: T Contains: T Equals: T Contains: T
() UUZ761_DCSILFILTER B ACTIVE 59 Set to Reset
() UUZ761_DCSILFILTER B ool 31
» (9 |UUZ761_DCSILEMERGENCY |M0001 30
CHANNELNAME EVENTSTAMP TAGNAME Parameter sOldValue NewValue ChangeText MsgType
ZUTY68_CH4 10-Oct-2016 11:57:23 UUZ761_DCSILEMERGENCY ool 1ltol CHNG
ZUTY68_CH4 10-Oct-2016 11:57:22 UUZ761_DCSILEMERGENCY ool 1ltol CHNG
ZUTY68_CH4 10-Oct-2016 11:57:14 UUZ761_DCSILEMERGENCY zooo1 12tol CHNG
ZUTY68_CH4 10-Oct-2016 11:57:11 UUZ761_DCSILEMERGENCY zooo1 1itol CHNG
ZUTY68_CH4 10-Oct-2016 11:57:11 UUZ761_DCSILEMERGENCY ool 12tol CHNG
ZUTY68_CH4 10-Oct-2016 11:56:34 UUZ761_DCSILEMERGENCY ool 8toll CHNG
ZUTY68_CH4 10-Oct-2016 11:56:34 UUZ761_DCSILEMERGENCY zooo1 1itol CHNG

Analysis Summary : Total 1220 Changes.
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To analyze others Changes Report: Follow Steps as mention below to do Analysis with Others Changes Report

1) Go to Reports Menu and select Process Changes, in that select Others Changes and click on it.
2) Click on Refresh button from Operation Toolbar.

Outputs -Analog changes

Output Analog Report could be useful in assessing the health control loops. Increasing variability may indicate
problems with the final control element, process, or controller tuning preventing the controller from running
in automatic control mode.

The Analog Outputs analysis results include a list of entities, and for each entity, the minimum controller
output given, the maximum controller output given, the span, the number of output changes, and the entity
point description. The analysis also displays the total number of output changes and the total number of
unique entities with output changes.

Navigation: Report Menu -> Process Changes -> Outputs- Analog Changes
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@ x-Force Alarm Analysis x

Systemn | Tools | Reports | Help

Filter | SN v \E Refresh ﬂ Clear Filter Excel E Htrl PDF @ csv EMail ﬂprint &) it

[V]select Date |11-0ct-2016 04:00:00 v | To |12-Oct-2016 04:00:00 v Frequer Select Frequency v |10 % shiftA v Records:19 [ | Export Details

OutPut Analog Changes Report Alarm Report X il

Output Analog Changes
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8 404 COUNT
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TagName, Parameter
TAGNAME 7 PARAMETER v COUNT v MIN v MAX 7| SPAN v CHANGETEXT v i
Contains: T Contains: T Equals: ¥ Equals: ¥ Equals: T Equals: T Contains: T
() |Z354 DCS0922:LIC294 | OUT 80 0.00 9.92 992  9.9248t0 8.9248
(® Z355_DCS1328:FIC155 ouT 32 10.00 40.00 30,00 39.00to 40.00
() Z358_DCS2902:AIC5024 OUT 21 100 110 010 10905 to 1.0975
(@ Z354.DCSO90LUIC226  OUT 18 427,62 453.22 2560 454,82 to0 453.22
() Z358_DCS3008:FIC317 ouT 13 7372 8472 1100 85.72to 8472
() Z353_DCS0112:LIC100 ouT 10 94.47 99.69 522 99.69 to 100.00
() Z355_DCS1406:TIC515  OUT 9 38.42 40.76 234 4161to 40.76
() 7353_DCS0114TIC136  OUT 8 6101 63.72 271 6352t063.72
® Z353_DCS0122:TIC253  OUT 8 0.00 5.57 557 657080 5.5708
() Z358_DCS2920:TIC282  OUT 7 166.39 17173 1134 179.73t0 177.73
@ Z358_DCS2917:TIC252  OUT 6 67.97 7199 402 7429t0 7199
() Z355_DCS1406:TIC504  OUT 6 30.83 3.82 299 3467t033.82 >

[Analvsis Summary : Total 235 Changes.
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To analyze Output Analog Report: Follow Steps as mention below to do Analysis with output analog Report

1) Goto Reports Menu and select Process Changes, in that select output Analog Report and click on it.
2) Click on Refresh button from Operation Toolbar.

Outputs - Digital changes

Output Digital Report, while not as common, serves a similar purpose. An increase in cooling fan motor starts,
for example, may help pinpoint an overheating process element. The Outputs-Digital analysis reveals these
variability and therefore serves as a valuable troubleshooting tool.

The Digital Outputs analysis results include a list of entities, and for each entity, the number of output changes,
and the entity point description. The analysis also displays the total number of output changes and the total
number of unique entities with output changes.

Navigation: Report Menu -> Process Changes -> Outputs- Digital Changes
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@ x-Force Alarm Analysis

Systemn | Tools | Reports | Help
Filter ZETP&UTY Event v ‘E Refresh ‘ﬂ Clear Filter Excel E Htrml PDF @ csv DMail ﬂprint (B3] Exit
[V] select Date |05-4pr-2016 00:00:00 ¥ | To |08-Sep-2016 00:00:00 v‘ Frequenc Select Frequency v 10 T shiftA v Records: 13 || Export Details

Digital Output Changes Report OutPut Analog Changes Report X Alarm Report X ¥

Output Digital

[
54
-
5 4
=1
iy COUNT
||
2
14
o4
. Agh O 1_}@‘},\39\.0\\4 o o o " o 50 ot o o 7-%P“c\v\ 1 \_A%A‘ON TLSFm E o 7_‘5;.(:\\4 .w(\.lﬁ%p\“
(A0 e £s0h0 h03) O T cc2o e\ 1o 290"
a0 27009 2798 27555 27559 0P i P A 2 5
TagName, Parameter
TAGNAME v PARAMETER v COUNT v CHANGETEXT v f
Contains: 7 Contains: T Equalss T Contains: T
» (D |Z711_DIAL0L:... |CIN 6 Reset to Set:
(® Z700_DIA901:... CIN 4 Set to Reset
(@ Z735_ESDA03:. CIN 4 Reset to Set
() Z735_ESDA03:.. CIN 4 Set to Reset
() Z735_ESDA03:. CIN 4 Reset to Set
(@ Z711_DIA10L:.. CIN 3 Reset to Set
(® Z711_DSL302:... CIN z Set to Reset
® Z711.MCC201... CIN 1 Reset to Set
® Z711_DIA10L. CIN 1 Reset to Set.
® Z700_DIAS0L:... CIN 1 Reset to Set.
(@ Z700_DIAY0L:.. CIN 1 Reset to Set
() Z711_DCS901:... CIN i Reset to Set v

‘ Analysis Summary : Total 32 Changes.
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To analyze Output Digital Report: Follow Steps as mention below to do Analysis with output Digital Report

1) Go to Reports Menu and select Process Changes, in that select output Digital Report and click on it.
2) Click on Refresh button from Operation Toolbar

Ranges

The Ranges analysis detects changes made in ranges associated with the Process Value (PV) (e.g., for a
Honeywell system these would be PVEULO, PVEUHI, etc.).

The analysis results include a list of entities, and for each entity, the range that changed, the number of times
the range changed, and the entity point description. The analysis also displays the total number of range
changes and the total number of unique entities with range changes. From-value/to-value information is also
available.

Navigation: Report Menu -> Process Changes -> Ranges
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@ X-Force Alarm An alysis

System | Tools | Reports | Help
ilter | ZCFP_Event v Ekeﬂesh ﬂ Clear Filter EExtel E Htrnl PDF @ Csv DMail Eprint L:,j Exit
SelectDate |18-Apr-2016 04:00:00 v To }11-0:&2015 00:00:00 v‘ Frequenc Select Frequency v 10 5 ShiftA v PRecords: 4 \:\Exportoetails
Range Changes Report Alarm Report X ¥
Range Changes
114
14
0.9
0.8
% 0.74
3 0.64
05 COUNT
044 [}
0.3
0.2
014
04
goutt
525 R
2%8.5¢

TAGNAME 7 PARAMETER v | COUNT v MIN v MAX 7 SPAN v CHANGETEXT T
Contains: T Contains: T Equals: 7 Equals: T Equals: T Equalst T Contains: T
» (2)|Z355_DCS142... |SPLLIM 12000.00  12500.00 500.00 12000 to 12500
( Z355_DCS143... SPLLIM 12000.00  12500.00 50000 12000 to 12500
(® Z358_DCS293... SPLLIM 12500.00  13000.00 500.00 12500 to 13000
(® Z358_DCS293... SPLLIM 12500.00  13000.00 500.00 12500 to 13000

HoR e e

Analysis Summary : Total 4 Changes.

| 55M InfoTech Solutions Pvt. Ltd. |EERERL

To analyze Output Digital Report: Follow Steps as mention below to do Analysis with Ranges Report

1) Go to Reports Menu and select Process Changes, in that select Ranges Report and click on it.
2) Click on Refresh button from Operation Toolbar.

Tunning Constants

The Tuning Constants analysis summarizes changes to the standard PID tuning constants for gain, integral
action, and derivative action. This information is valuable in determining bad actors (which may need final
element work, such as a new positioner, volume booster, stem packing, valve trim, etc.) or candidates for non-
traditional control algorithms (e.g., non-linear, feed-forward, gap, etc.).

The analysis results include a list of entities, and for each entity, the tuning constant that changed, the number
of times the tuning constant changed, and the entity point description. The analysis also displays the total
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number of tuning constant changes and the total number of unique entities with tuning constant changes.
From-value/to-value information is also available.

Navigation: Report Menu -> Process Changes -> Tunning Constants

@ x-Force Alarm Analysis

Systemn | Tools | Reports | Help
B riter [zcrr_event Ekefresh P ceorriter [ excel E it [T por &) csv [ mai [ prine [ et
.SelectDate 119-Apr-2016 04:00:00 Vv | To ‘10 Oct-2016 00:00:00 v\ Frequenc SelectFrequency v 10 3 shiftA v Records:1 [ ] Export Details

Tuning Constants Report Range Changes Report X Alarm Report X v

Tuning Constants

COUNT
3

COUNT

TAGNAME v PARAMETER v | COUNT v MIN v MAX v | SPAN v | CHANGETEXT v

Contains: T Contains: T Equals: 7 Equals: T Equals: T Equalst T Contains: T
» (2)|Z358_DCS302... PBAND 8 195.00 250.00 5500 230.00 to 250.00
CHANNELNAME EVENTSTAMP TAGNAME Parameter sOldValue NewValue ChangeText MsgType

ZCFP_CH1 14-Jun-2016 17:02:01 Z358_DCS3021:LIC380 PBAND 230,00 250.00 230,00 to 250.00 CHNG
ZCFP_CH1 14-Jun-2016 16:51:36 Z358_DCS3021:LIC380 PBAND 220.00 230.00 220,00 to 230.00 CHNG
ZCFP_CH1 14-Jun-2016 16:45:17 Z358_DCS3021:L1C380 PBAND 195.00 220.00 195.00 to 220.00 CHNG
ZCFP_CH1 10-Jun-2016 17:41:39 Z358_DCS3021:L1C380 PBAND 200.00 195.00 200.00 to 195.00 CHNG
ZCFP_CH1 10-Jun-2016 17:36:39 Z358_DCS3021:LIC380 PBAND 205,00 200.00 205.00 to 200,00 CHNG
ZCFP_CH1 10-Jun-2016 17:07:15 Z358_DCS3021:LIC380 PBAND 200.00 205.00 200.00 to 205.00 CHNG
ZCFP_CH1 10-Jun-2016 17:00:48 Z358_DCS3021:LIC380 PBAND 205.00 200.00 205.00 to 200.00 CHNG
ZCFP_CH1 10-Jun-2016 16:54:51 Z358_DCS3021:LIC380 PBAND 210.00 205.00 210.00 to 205.00 CHNG

Analysis Summary : Total 8 Changes.
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To analyze Tunning Constants Report: Follow Steps as mention below to do Analysis with Tunning Constants
Report

1) Go to Reports Menu and select Process Changes, in that select Tunning Constants Report and click on
it.
2) Click on Refresh button from Operation Toolbar.

General Calculating terminologies

Average: constituting the result obtained by adding together several amounts and then dividing this total by
the number of amounts.
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Peak: Peak is the maximum value among all value.

Median: the middle value in a series of values arranged from smallest to largest.

Alarm Count: Total occurrences of Relevant Alarm event.
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