Go to control panel
Administrative tools
Local Security Policy
Account Policy

» Password Policy
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Make Maximum password age 0 days.

Make password must meet complexity requirements as disabled.
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Step2:

» Go to control panel
» Windows Defender firewall
» Advance settings

Make Domain Profile, Private Profile and Public Profile firewall state off and apply.

#® Windows Defen

Control Panel Home

Allow an app or feature

&) Turn Windows Defender
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G Restore defaults
G Advanced settings

Troubleshoot my network
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Help protect your PC with Windows Defender Firewall

Windows Defender Firewall can help prevent hackers or malicious software from gaining access to your PC
through the Internet or a network.

File Action View Help

&= BE

9 Windows Defender Firewa
&2 Inbound Rules
Outbound Rules
5'9; Connection Security R|
B Monitoring

See also
Security and Maintenance

Metwork and Sharing Center

through Windows Defender
Firewall .
Update vour Firewall settinas
) Change notification settings i Windows Defender Firewall with Ad

Windows Defender Firewall with Advanced Security on Local Computer

Windows Defender Firewall with Advanced Security provides network security for Windows com

— O *
Search Control Panel el
— O X
Actions
| Windows Defender ...
| Import Policy...
5| Export Policy...
% 4
Restore Default...

uthen

ow a ¢
conne
s they

Outbound Rules

- Windows Defender Firewall with Advanced Security on Local Com...
main Domain Profile  Private Profile  Public Profile  IPsec Settings
Wind,

s Speci_fy behavior for when a computer is connected to its corporate
vate domain.

State
Wind i P Firewall state: Off w
blic H Inbound connections: Block (default)
Wind Outbound connections: Allow (default)
e Protected network connections: Customize...
ng St Settings
thent| Specify settings that control Windows X
Defender Firewall behavior. Yrmnzs
& con
cted B
Logging
Conni Specify logging settings for -
Q troubleshooting. LEATEE
‘W an
& firew
utherd
ed uny
s ther|
Cancel Boply

Inbourd RES

w current firewall and IPsec policy and activity

information about cumently applied firewall and connection security rules and security associations
ork connections.

Diagnose / Rep...
View

Refresh
Properties

Help



Windows Defender Firewall with Advanced Security on Local Com...

Domain Profile  Private Profile  Public Profile  IPsec Settings

Specify behavior for when a computer is connected to a private
network location.
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Step 3:

» Go to control panel
» Program and features
» Turn windows features on or off

Install .NET Framework 3.5, .NET Framework 4.7 Advance Services and Internet
Information Services, Telnet

(o] iz

&« “ ‘I [ » Control Panel » All Control Panel ltems » Programs and Features Turn Windows features on or off 0

To turn a feature on, select its check box. To turn a feature off, clear its

Control Panel Home Uninstall or change a program check box. A filled box means that only part of the feature is turned on.

View installed updates = .MET Framework 3.5 (includes .MET 2.0 and 3.0) -

To uninstall a program, select it from the list and then
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Step 4:

If Program and features do not have component .NET Framework 4.7.1 Advance Services
or higher than that, then Install .NET Framework 4.7.1 externally.



Step 5:

» Go to control panel
» User accounts
» Change User Account Control Settings

Make User Account control (UAC) settings at Never notify.

After making it never notify reboot system.
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Step 6:

» Go to control panel
» User accounts
» Manage Accounts

Make sure your current Login user have Administrator Rights.



